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THE CORRUPT WOKE CORPORATIONS THAT BRIBE CONGRESS AND THE WHITE HOUSE

LARRY PAGE AND GOOGLE BASE THEIR BUSINESS MODEL ON STEALING YOUR TECHNOLOGY.Larry Page’s Obsessions Became Google’s Business Model. Larry's
Boyfriend Elon Musk Conspires With Larry Page. Page Has Been Caught Skulking Around Tech Parties To Steal Ideas 

---- SEE HOW YOUTUBE, NETFLIX, FACEBOOK, GOOGLE, AMAZON AND THE SAND HILL ROAD VC’S STEAL YOUR STUFF UNDER THE GUISE OF “TAKING A LOOK UNDER
THE HOOD”

---- Draper Fisher, Kleiner, Andressen, Sony Ventures, et al.. need to go to prison for running a mob-like, RICO-violating, intellectual property theft mill…

---- The contact start-ups, ask them to come in and pitch, reject them, then send their business plans to Google, Netflix, Sony and Facebook (WHO THEY FINANCE) and tell them: “…
HERE COPY THIS, JUST CHANGE THE NAMES OF THINGS..” The Sand Hill Road VC’s are mobsters and scumbag theives! Tom Perkins, James Bronkema and many other of their
members ratted them out in recorded statements!

---- “…We discovered that the patent lawyers that were supposed to be helping us… That we paid to provide our income; were covertly our competitors and were working as shills, for our
enemies. Our patent lawyers were; either, financed by, friends, with, sleeping with, dating the staff of, holding stock market assets in, promised a revolving door job or government service
contracts from, partying with, personal friends with, photographed at private events with, exchanging emails with, business associates of or directed by; our business adversaries, or the
Senators and politicians that those business adversaries pay campaign finances to, or supply political digital search manipulation services to. Criminal U.S. Senators coordinated and
profited in these schemes. Their own family members and ex-staff have now supplied evidence against them…”

---- http://www.usinventor.org ----

When you spend your life on something, only to find that it was being sabotaged by those you depended on, call us: http://www.usinventor.org -

--- There are hundreds of millions of people in America. The same 120 of them are all involved in operating the same crimes and corruption including: the Sony Pictures corruption; the
Afghanistan rare earth mine scandals operated through The Energy Department political slush fund that involves the lithium battery cover-ups (headed by Elon Musk); the Big Tech
Brotopia rape, sex trafficking, bribery, exclusionism, racism and misogyny issues they were taught at Stanford University; The Facebook – Meta – Google – Alphabet – Netflix, et al,
coordinated news manipulation and domestic spying that they engage in; the hiring of Fusion GPS – Black Cube – Gizmodo/Gawker assassins; the destruction of the housing market by
their mass real estate manipulations; patent theft and industrial espionage; and the bribery of almost every politician all the way up to the Oval Office.

---- So, while the categories covered in this investigation may seem diverse. They are connected through an enterprise of criminality and illicit, coordinated operations. We list, by name,
the 120 most complicit individuals organizing these crimes, in the evidence documents already submitted to the FBI, FINCEN, DOJ, FTC, SEC, FEC, Congress, InterPol and other
authorities. Digital financial tracking of those persons and all of their family members should be assumed to have been under way for some time. Wire-taps and device taps of those
persons and all of their family members should be assumed to have been under way for some time.

---- U.S. SENATORS do not get to own Google, Facebook and YouTube, and their suppliers, while exclusively financing Elon Musk, Larry Page, Eric Schmidt and Mark Zuckerberg with
government money (your money) and tax waivers, while sabotaging their competitors and cutting them off from the same government benefits. U.S. Senators and the highest officials in
the land are also financed by Elon Musk, Larry Page, Eric Schmidt and Mark Zuckerberg for their political campaigns. The United States Government is supposed to arrest Elon Musk,
Larry Page, Eric Schmidt and Mark Zuckerberg for corruption, not help them, and Goldman Sachs, do more crimes! -

--- New and dramatic game-changing evidence has emerged in the last two weeks from a huge volume of document leaks and other Court hearings. Plaintiff presents this case, not only
as a claim for damages, but also as an anti-corruption effort public-service. Harms and damages have been accelerated against Plaintiff, as recently as this week, due to the proximity to
elections. Plaintiff was told by a senior member of The National Venture Capital Association: “.. We (The NVCA) are not going to let you get any more patents that compete with our
operations. We (The NVCA) control the Patent Office and we decide who runs the Patent Office. Facebook is our baby and we will destroy you if you threaten the baby…”. Recent
evidence has proven, beyond any doubt, that the Facebook, Google Cartel does, indeed, run the USPTO!

--- The charges are filed against Defendant, THE UNITED STATES PATENT OFFICE, a representative entity which has a 1.) command-and-control, 2.) financing, 3.) legal authority and
4.) management influence over the actions and claims of harm described herein and has been proven, in thousands of past court cases, to use reprisal attacks against A.) whistle-blowers
and B.) the competitors to political campaign financiers of high-level government officials. Plaintiff has no knowledge of, or ability to, accurately quote or include any citation to a statute,
rule, or order or ‘little lawyer numbers in parentheses’ unless a lawyer is supplied to Plaintiff. Plaintiff maintains that the ongoing blockading of Plaintiff’s representation by a qualified
lawyer is a violation of his Constitutional rights to a fair hearing which is caused by Defendants who seek to engage in further cover-ups. ---- When the United States Patent Office, in a
federal hearing, said that Plaintiff invented the core technology operating Facebook and Google and then refused to give him his patent paperwork, it seemed like the game might be
rigged.

After receiving tips from USINVENTOR.ORG, Wall Street Journal, TECH CRUNCH and Congress; Plaintiff hired ex FBI and CIA agents to check it out... BOY, was it ever rigged.
Facebook's own staff and investors work INSIDE the U.S. Patent Office in order to protect Facebook from having to pay for technology they stole. Then they showed Plaintiff that most of
the Obama and Biden Administration COVERTLY OWN FACEBOOK. Talk about 'rigging elections' and 'rigging industries'… Facebook executives even sit on USPTO boards!!! -

--- What U.S. judge or regulator is complaining? For example, (as one example of MANY THOUSANDS) who would complain about Sands Capital’s failure to file the S.E.C. Form SC
13G notices of acquisition of Facebook, Baidu and Athenahealth stock?

---- Not S.E.C Chairman Mary L. Schapiro—she held a boatload of “dark pool” Fidelity, Vanguard, AllianceBern, TIAA-CREF and T. Rowe Price funds.

---- Not Commerce Secretary #1 Rebecca M. Blank—she held TIAA-CREF, Vanguard and Fidelity funds.

---- Not Commerce Secretary #2 Penny S. Pritzker—she holds up to $23.4 million Morgan Stanley, JPMorgan and Goldman Sachs Facebook dark pools.

---- Not Attorney General Eric H. Holder—he held T. Rowe Price and Fidelity funds. In fact, Holder held Fidelity Contrafund, the largest single Facebook mutual fund stock holder, valued at
$413 million.

---- Who in the judiciary would complain?

---- Not Leader v. Facebook  Chief Justice John G. Roberts, Jr.—he held  Microsoft, T. Rowe Price, Fidelity, Janus, Vanguard and Blackrockfunds, including Fidelity Contrafund.

---- Not Leader v. Facebook  Federal Circuit Judges Alan D. Lourie, KimberlyA. Moore and Evan J. Wallach—they held Fidelity, Vanguard and T. Rowe Price funds, including Fidelity
Contrafund.

----- Not Leader v. Facebook  District Court Judge Leonard P. Stark—he held Vanguard and Fidelity funds.

---- Not Leader v. Facebook  Patent Office Director David J. Kappos—he held over a million dollars of Vanguard funds.

---- Investigators uncovered a felony, organized crime-level of QUID PRO QUO media manipulation, RICO violations and anti-trust law violations between government officials and
Facebook blockading Plaintiffs patent and business rights. Over 500 high level government officials own Facebook and harm it's competitors to protect their insider trading stocks. Ask
FINCEN to show you the complete family account records on EACH of the perps!

 

Sony’s Dirty Hollywood And Game Shenanigans.

---- The hacks and leaks at Sony Pictures Entertainment have exposed the dark side of Hollywood. The new information reveals an insider vision of a company racked with sexism, office
politics, high-school-level personality quibbles and a severe mine-is-bigger-than-yours territoriality culture.

http://www.usinventor.org
http://www.usinventor.org


---- A number of lawsuits against Sony, from Lady GaGa to Sony’s own employees, have revealed even more.

---- An aspect of the revelations involves where Sony gets it’s ideas from. A number of revelations reveal that Sony seems to have established a process of “borrowing” technology and
story ideas while “forgetting” to properly attribute or pay the sources.

---- Some of the ‘dirt’ exposed included: – Sony finances Democrat Presidents in exchange for media ‘favored nations’ status over competitors.

– Sony and Google coordinate political manipulation campaigns together.

– Sony executives trade female entry-level staff like cattle at a ‘ranch’.

– Sony executives hire an insane amount of hookers, rent-boys and under-age sex providers.

– Sony executives bribe their kids into colleges.

– The good-old-white-jewish-boy club is alive and well at Sony.

– ZERO DARK THIRTY was a political PR hype movie commissioned by the Obama Camapign using government resources

– Sony steals patents from anybody it wants

– Sony stole it’s VR technology

– Sony stole its web video technology, especially SONY VUE

– Sex deviancy is the rule at Sony – Sony is a bunch of high-school whine babies who think their shit doesn’t stink

– Ira Rubenstein, Sony’s Marketing Head, put his name on Sony’s patents, as the “inventor”, even though his own emails admit that “he does not even know how to work a computer” -

--- Sony’s web video patents, that were sold to ATandT/Direct TV, admit that Sony copied their patent ideas from TSBN in San Francisco

---- Sony spends millions and millions of dollars on political bribes

----The kids at Sony seem to have been very naughty children. They let their IT system go to pot, and got hacked, and outed, as “racist”, “misogynist”, “campaign rigging”, “high school
tantrum throwing” kinds of people, per their own emails. Hollywood Reporter, The Verge, Wikileaks, and a variety of tabloids and pundits, have delighted in dissecting the fraternity house,
inside antics, of Sony Pictures. -

--- Sony says that the hackers “DELETED” Sony’s files. THEY DID NOT. The Russians, Koreans, NSA, DOJ and a number of reports have ALL of Sony’s files and emails!

---- Their boss got fired. They got ridiculed for turning “Zero Dark Thirty” into a, slightly fabricated, political vote-churn tool. Other execs got kicked to the curb. All of their financial,
contracting, political cash layout, and tax dynamics were placed under investigation, and even more sketchy bits are shaking loose…

---- Sony announced that it sold just 2 million PlayStation 5 units last quarter (Q4), bringing its overall total to 19.3 million. That’s down considerably from the same quarter last year when it
sold 3.3 million units. The company did manage to boost game sales, though, with 70.5 million PS4/PS5 titles sold compared to 61.4 million a year ago, including 14.5 million first party
games compared to 7.9 million in Q3.

---- Overall, its Game and Network Services (GSN) division earned 665 billion yen ($5.1 billion) this quarter, up slightly over last year. Sales for the full 2021 year were flat, up just 2 percent
over 2020, and profits also changed little.

---- Those numbers mean that the PS5 is falling even further behind the PS4 in sales, having now sold 3.1 million fewer units than the PS4 at the same point in time. Sony warned that this
was coming, blaming the lack of sales not on customer demand but its inability to build enough units due to the ongoing chip shortage.

----There are hundreds of millions of people in America. The same 120 of them are all involved in operating the same crimes and corruption including: the Sony Pictures corruption; the
Afghanistan rare earth mine scandals operated through The Energy Department political slush fund that involves the lithium battery cover-ups (headed by Elon Musk); the Big Tech
Brotopia rape, sex trafficking, bribery, exclusionism, racism and misogyny issues they were taught at Stanford University; The Facebook – Meta – Google – Alphabet – Netflix, et al,
coordinated news manipulation and domestic spying that they engage in; the hiring of Fusion GPS – Black Cube – Gizmodo/Gawker assassins; the destruction of the housing market by
their mass real estate manipulations; patent theft and industrial espionage; and the bribery of almost every politician all the way up to the Oval Office. -

--- So, while the categories covered in this investigation may seem diverse. They are connected through an enterprise of criminality and illicit, coordinated operations. We list, by name,
the 120 most complicit individuals organizing these crimes, in the evidence documents already submitted to the FBI, FINCEN, DOJ, FTC, SEC, FEC, Congress, InterPol and other
authorities. Digital financial tracking of those persons and all of their family members should be assumed to have been under way for some time. Wire-taps and device taps of those
persons and all of their family members should be assumed to have been under way for some time.

----Twitter, Splunk, Google, Facebook, Sony Interactive, Netflix, YouTube and the Silicon Valley internet Cartel serve you custom manipulated content by automatically creating a covert
digital dossier on you reflecting the content consumption preferences they have spied on about you. They continually evolve their dossier on you in order to steer you towards their
ideology and their Democrat political party. At these companies, “data mining”, “machine learning” and “AI” means computerized propaganda processing for certain political entities. They
began hiring off-shore people (because they would work so cheap) but most of those people turned out to be Muslim. This created conflicts with the entire southern part of the United
States (which is anti-Muslim) because those workers steered content to pro-Muslim positions.

---- Their spy dossier on you uses abstract content-specific features of the consumed content, such as categories, topic models, and entities, which they automatically extract using natural
language processing by comparing every word you use to a giant computer library of what those words might mean about your psychology. So it’s like you are getting “mind-raped”
without any penis use.

Their assessment of what your words might mean is based on what rich, white male, $200K/year, DNC-promoting programmers think they might mean. Their computers scale and
expand their tools with algorithmic software created by those politically and socially biased frat white boys that wrote the code. It is all biased as hell. They never hire blacks or women in
system creation roles so everything these companies do only supports rich white soyboy snowflake type gamer thinking.

----Because their Silicon Valley VC’s told them to spy on billions of people, even for these web giants, it is impractical to store the entire dynamic history of a user’s interaction features.
They, thus, out of greed, use algorithms that selectively decay information in order to generalize users and populations. To them, you are just a generalized data point, like cattle on a
ranch, to be harvested and fed upon by Silicon Valley.

Netflix wants to charge us money to watch their abortion ads, BLM promos and cut-off-your-dick trans hype!!!??

WOKEFLIX is what everyone now calls Netflix because Netflix takes our money and pushes weird sex propaganda that Netflix bosses are into!

Per Susan Deen:" Let’s face it, Netflix sucks. Netflix spies on you and sends your psychological profile, location and interests off to spies, political parties, marketing services, Google,
The Silicon Valley mafia, the IRS, the DEA.. pretty much anybody can see what you are dong on Netflix.NETFLIX is not a movie service.

NETFLIX IS AN ULTRA-WOKE, ANTIFA PROPAGANDA OPERATION THAT SEEKS TO PROMOTE EXTEMIST POLITICAL AND SEXUAL SOCIAL CONCEPTS! If you like to get
pandered to and treated like one of the data cattle on the privacy harvesting ranch then Netflix is your Pimp! Netlix pretty much works for Obama and his political gang and pushes woke
mass media manipulation and gay sex social programming at you as a result. If you are a guy, Netflix really, really, really wants you to cut your penis off and call yourself a girl!"

---- Whats worse is that with so many studios refusing to license content to Netflix now, streaming services such as Disney plus, Peacock and many more are on the rise. Netflix sucks.
Somehow, Netflix subscribers are left feeling like there’s nothing to watch on a platform that force feeds an over abundance of content from Indian and Mexican movies to it’s viewers.

---- Every Netflix subscriber claims there’s nothing above “B-list” movies being served to them on a thirteen dollar per month silver platter (and sixteen for 4k) Not to mention how



unfavorable the label “Netflix originals” have become when slapped on a movie or show: “Netflix originals” is building a negative rep on par with Nickelback and Adam Sandler’s series of
Happy Madison productions movies.

---- Everyone knows that Netflix is bad now and getting worse every day. Netflix makes young adults feel the same way the price of extra guac at Chipotle does… and that is the: “I don’t
agree with this, but please take my money”, feeling. They know they’ve got your money because it’s too hard to say no each month because Millennials are so stupid and sheep-like.

---- Did we mention the increase of the monthly price? Netflix sucks. Netflix only hires Burning Man type extreme hair-dyed hipsters who have an ANTIFA-type attitude, especially if they are
from Asia and will work like dogs for McDonald’s type pay and conditions. People who use Amazon Prime and then go back to Netflix can really see how much Netflix sucks. They would
rather set their genitals on fire than stay with Netflix.

---- Netflix will make you love crippled, fat, black transgendered lesbians. You will get so many of them you won’t be able to stand it.

---- A while back Netflix destroyed its own rating system. What we mean by that is… they literally deleted it. Now, at the start of each movie we’re forced to either check rotten tomatoes or
risk the next 25 minutes to figure out if a show or movie is worthy of our time and attention. Netflix removed their rating system in order to hide the fact that everyone thinks their movies are
absolute shit!

---- Netflix stole most of it’s streaming media technology from small inventors that it never paid. If any inventor tries to sue Netflix, Netflix just sends millions of dollars of lawyers after them
so that the inventors can never get paid. It is best just to put Netflix out of business.

---- Netflix spent zillions of dollars making new content but the content they made turned to be the worst shit ever created. When Obama and his buddies make media to try to program you
into being “woke”, it ends beng heartless propaganda. Seriously, Netflix spent more money making shittier content han anyone in history. It’s as if Netflix was just funneling money back to
Biden and Obama. Speaking of funneling money, the FBI’s Peter D. Cair has been busting Netflix executives who steal big money through the Netflix stock market system. ---- If you use
Netflix you enter a “Netflix pit” you fell into and can’t get out of…

---- There are hundreds of millions of people in America. The same 120 of them are all involved in operating the same crimes and corruption including: the Sony Pictures corruption; the
Afghanistan rare earth mine scandals operated through The Energy Department political slush fund that involves the lithium battery cover-ups (headed by Elon Musk); the Big Tech
Brotopia rape, sex trafficking, bribery, exclusionism, racism and misogyny issues they were taught at Stanford University; The Facebook – Meta – Google – Alphabet – Netflix, et al,
coordinated news manipulation and domestic spying that they engage in; the hiring of Fusion GPS – Black Cube – Gizmodo/Gawker assassins; the destruction of the housing market by
their mass real estate manipulations; patent theft and industrial espionage; and the bribery of almost every politician all the way up to the Oval Office.

---- So, while the categories covered in this investigation may seem diverse. They are connected through an enterprise of criminality and illicit, coordinated operations. We list, by name,
the 120 most complicit individuals organizing these crimes, in the evidence documents already submitted to the FBI, FINCEN, DOJ, FTC, SEC, FEC, Congress, InterPol and other
authorities. Digital financial tracking of those persons and all of their family members should be assumed to have been under way for some time. Wire-taps and device taps of those
persons and all of their family members should be assumed to have been under way for some time.

---- Twitter, Splunk, Google, Facebook, Netflix, YouTube and the Silicon Valley internet Cartel serve you custom manipulated content by automatically creating a covert digital dossier on
you reflecting the content consumption preferences they have spied on about you. They continually evolve their dossier on you in order to steer you towards their ideology and their
Democrat political party. At these companies, “data mining”, “machine learning” and “AI” means computerized propaganda processing for certain political entities. They began hiring off-
shore people ( because they would work so cheap) but most of those people turned out to be Muslim. This created conflicts with the entire southern part of the United States (which is anti-
Muslim) because those workers steered content to pro-Muslim positions.

---- Their spy dossier on you uses abstract content-specific features of the consumed content, such as categories, topic models, and entities, which they automatically extract using natural
language processing by comparing every word you use to a giant computer library of what those words might mean about your psychology. So it’s like you are getting “mind-raped”
without any penis use. Their assessment of what your words might mean is based on what rich, white male, $200K/year, DNC-promoting programmers think they might mean.

Their computers scale and expand their tools with algorithmic software created by those politically and socially biased frat white boys that wrote the code. It is all biased as hell. They
never hire blacks or women in system creation roles so everything these companies do only supports rich white soyboy snowflake type gamer thinking.

---- Because their Silicon Valley VC’s told them to spy on billions of people, even for these web giants, it is impractical to store the entire dynamic history of a user’s interaction features.
They, thus, out of greed, use algorithms that selectively decay information in order to generalize users and populations. To them, you are just a generalized data point, like cattle on a
ranch, to be harvested and fed upon by Silicon Valley.

---- Netflix handed that sex-obsessed fetishist Ryan Murphy (pictured) $300 million to create flop after flop after flop.  Oh, and where’s all the America-is-racist shit? I’ll tell you where all that
garbage is: it’s buried in that pile of shit Netflix calls a “content menu,” and as far as eyeballs, it’s all losing to 20-year-old movies everyone’s already seen, like Happy Gilmore. Netflix’s
whole plan was to release a new movie every week, which it did. But those movies were all shit — all preachy, insulting, anti-human nature exercises in woketardery.

----So now that The People have spoken and the bottom has begun to fall out of Netflix’s stock price — from $679 in November to $192 today — and now that Netflix is losing subscribers
and expecting to lose two million more this quarter — the Netflixtards need to rethink some things…It makes perfect sense for Netflix to want to attract talent. What makes no sense is
standing back and allowing them to produce their insane vanity projects that have no appeal to any normal human being.

 

FACEBOOK META IS A SCAM TO SPY ON THE PUBLIC AND RIG ELECTIONS

Regarding Facebook AKA META, the issues, that the public and the news media have complained about include: producing child suicides and classroom shootings, racism, misogyny,
child mental health threats, domestic spying, data harvesting, sex trafficking, election manipulation, tax evasion, Fusion GPS/Media Matters/ Black Cube hit jobs on competitors,
censorship, contrived market monopolization, intellectual property theft, political bribery and many other social crimes! FACEBOOK PROFITS OFF THE CLICKS FROM SCHOOL
SHOOTINGS ---- MOST OF THE BIDEN AND OBAMA STAFF OWN PARTS OF FACEBOOK!!!

Scrutinizing Sandberg's Use of Resources Over Years...

---- An unusually large number of their staff have been arrested for, or charged with, sex crimes, including under-age trafficking.

---- This entity is one of the largest operators of bribes to public officials. Some of those bribes include billions of dollars of, non-FEC reported, search engine rigging for the political
campaigns of the very politicians who are supposed to regulate them.

---- Facebook-Meta engaged in the bribery of public officials.

---- Facebook-Meta is a front for actions and planning in the Obama and Biden White House.

---  Facebook-Meta is part of a criminal Big Tech Cartel.

---- Facebook-Meta is an illicit monopoly that violates anti-trust laws.

---- Facebook-Meta operates a digital news and information “protection racket”.

---- Facebook-Meta attacks competitors who cannot defend themselves.

---- Facebook-Meta uses public officials to blockade competitors.

---- Facebook-Meta manipulates the stock market illegally and unethically.

---- Facebook-Meta operates like a private, unregulated, government.

---- Facebook-Meta abuses CIA, NSA and DIA resources for unjust gains.

---- Facebook-Meta uses Stazi-like mind and ideology manipulation tricks on it’s site to try to get you to agree with Mark Zuckerbergs ideologies.

https://www.wsj.com/articles/meta-scrutinizing-sheryl-sandbergs-use-of-facebook-resources-over-several-years-11654882829


---- Facebook-Meta investors and investment bankers conspire in a Mafia-like manner.

---- Facebook-Meta steals patents and technology from others and refuses to pay for it.

---- Facebook-Meta’s Sandberg pretends to be the goddess of women’s rights yet she is screwing the CEO of Activision, the biggest female sexual abusing company in America.

---- Facebook-Meta’s stock is owned by almost all of the California politicians and their families and that is why Facebook-Meta is never regulated and always protected by them for their
political and profiteering manipulations.

---- Facebook-Meta is Pro Israel and anti-Arab and anti-Muslim.

----Facebook-Meta’s runs tens of millions of dollars of defamation attacks against competitors.

---- Facebook-Meta hides all media and news coverage for competitors of Larry Page and Elon Musk.

---- Facebook-Meta lies to the public about what they really do with the public’s data.

---- Facebook-Meta receives millions of dollars of payments from government spy agencies each month.

---- Facebook-Meta promotes illegal immigration in order to get cheap labor and control votes.

---- Facebook-Meta runs VC funding back-lists against start-ups that are competitive.

---- Facebook-Meta bribes thousands of politicians in order to steer policy to their advantage.

---- Facebook-Meta is a criminal RICO-violating monopoly.

---- Facebook-Meta rigs the stock market with Flash-boy, Pump/Dump and Microblast SEC violating computer tricks.

---- Facebook-Meta pays bribes to politicians in Facebook-Meta stock.

---- Facebook-Meta manipulates who gets to see what web-sites, globally, for competitor black-lists.

----Facebook-Meta has a “no poaching” Silicon Valley jobs blacklist.

---- Facebook-Meta bosses sexually abuse women and young boys.

---- Facebook-Meta bosses run sex trafficking operations in the Epstein and NXVIUM cults.

---- Facebook-Meta bosses control the NVCA financing cartel over start-ups.

---- Facebook-Meta scheme to take over the VR and AR markets is based on spying on the public with VR sensors and cameras.

---- Facebook-Meta controls national elections for anti-competitive purposes.

---- Facebook-Meta’s law firms are corrupt conduits for payola and political conduit-relays.

---- David Plouffe and the Zuckerberg’s were recording in meetings planning a take-over of the United States Government.

---- Facebook-Meta bribes some politicians with revolving door jobs.

---- Facebook-Meta is primarily responsible for destroying the Bay Area Housing opportunities.

---- Facebook-Meta runs DDoS attacks on competitors by massively crawling their sites.

---- Facebook-Meta has paid covert bribes, PAC funds, real estate and search rigging payola to every California Senator.

---- Facebook-Meta has paid bribes, through its lobby fronts, to halt FBI, SEC, FEC and FTC investigations of Facebook-Meta crimes.

---- Facebook-Meta gets millions of dollars of taxpayer cash for spying on Americans inside the USA.

---- Nancy Pelosi and Dianne Feinstein have promised to “protect” Facebook-Meta because their families profit off Facebook-Meta stocks.

---- Facebook-Meta VC’s and bosses have spent $30M+ rigging the U.S. Patent Office to protect Facebook-Meta and harm Facebook-Meta competitors.

---- Facebook-Meta bribed it’s lawyer into position on the board of the U.S. Patent office in order to have him protect Facebook-Meta.

---- Facebook-Meta rarely likes, or hires, black employees per federal and news media investigations.

---- Facebook-Meta hired most of the Washington, DC K Street lobby firms and told them to “do what ever they could” to control public policy for Zuckerberg. The film: “Miss Sloane”
depicts only 2% of the illicit lobbying tactics Facebook-Meta employs daily.

---- There are hundreds of millions of people in America. The same 120 of them are all involved in operating the same crimes and corruption including: the Sony Pictures corruption; the
Afghanistan rare earth mine scandals operated through The Energy Department political slush fund that involves the lithium battery cover-ups (headed by Elon Musk); the Big Tech
Brotopia rape, sex trafficking, bribery, exclusionism, racism and misogyny issues they were taught at Stanford University; The Facebook – Meta – Google – Alphabet – Netflix, et al,
coordinated news manipulation and domestic spying that they engage in; the hiring of Fusion GPS – Black Cube – Gizmodo/Gawker assassins; the destruction of the housing market by
their mass real estate manipulations; patent theft and industrial espionage; and the bribery of almost every politician all the way up to the Oval Office.

---- So, while the categories covered in this investigation may seem diverse. They are connected through an enterprise of criminality and illicit, coordinated operations. We list, by name,
the 120 most complicit individuals organizing these crimes, in the evidence documents already submitted to the FBI, FINCEN, DOJ, FTC, SEC, FEC, Congress, InterPol and other
authorities. Digital financial tracking of those persons and all of their family members should be assumed to have been under way for some time. Wire-taps and device taps of those
persons and all of their family members should be assumed to have been under way for some time.

---- Twitter, Splunk, Google, Facebook, Netflix, YouTube and the Silicon Valley internet Cartel serve you custom manipulated content by automatically creating a covert digital dossier on
you reflecting the content consumption preferences they have spied on about you. They continually evolve their dossier on you in order to steer you towards their ideology and their
Democrat political party. At these companies, “data mining”, “machine learning” and “AI” means computerized propaganda processing for certain political entities. They began hiring off-
shore people ( because they would work so cheap) but most of those people turned out to be Muslim. This created conflicts with the entire southern part of the United States (which is anti-
Muslim) because those workers steered content to pro-Muslim positions.

---- Their spy dossier on you uses abstract content-specific features of the consumed content, such as categories, topic models, and entities, which they automatically extract using natural
language processing by comparing every word you use to a giant computer library of what those words might mean about your psychology. So it’s like you are getting “mind-raped”
without any penis use. Their assessment of what your words might mean is based on what rich, white male, $200K/year, DNC-promoting programmers think they might mean. Their
computers scale and expand their tools with algorithmic software created by those politically and socially biased frat white boys that wrote the code.

It is all biased as hell. They never hire blacks or women in system creation roles so everything these companies do only supports rich white soyboy snowflake type gamer thinking. ----
Because their Silicon Valley VC’s told them to spy on billions of people, even for these web giants, it is impractical to store the entire dynamic history of a user’s interaction features. They,
thus, out of greed, use algorithms that selectively decay information in order to generalize users and populations. To them, you are just a generalized data point, like cattle on a ranch, to
be harvested and fed upon by Silicon Valley.

By comparing records and files from FINCEN, FBI, FTC, SEC, Congressional Investigators, ICIJ, FEC, Interpol, CIA, DOJ, ProPublica, and other sources, one can easily see that political



officials own Google, Tesla, Facebook, YouTube, Instagram, et al, (AKA “The Tech Cartel” or, in legal terms: “The Enterprise”). This explains why those companies have been exempt
from regulation and prosecution. Those public officials and tech company oligarchs have exchanged millions, and millions, of dollars between themselves and their families for
profiteering.

They were all either financed by, friends, with, sleeping with, dating the staff of, holding stock market assets in, promised a revolving door job or government service contracts from,
partying with, personal friends with, photographed at private events with, exchanging emails with, business associates of or directed by; our business adversaries, or the Senators and
politicians that those business adversaries pay campaign finances to, or supply political digital search manipulation services to. Criminal U.S. Senators coordinated and profited in these
schemes. Their own family members have now supplied evidence against them. You don’t hear about this, much, in the “main-stream news” because nearly half of Congress, White
House staff and government agency bosses own the stock in the news broadcasters and receive billions of dollars of financing from them.

Many witnesses, including us, have now sworn, warranted and certified to federal law enforcement about the details of these crimes. Many of those whistle-blowers were former
executives in “The Tech Cartel’.

This is not about politics. It is about felony crimes! Our government representatives are business partners with our biggest enemies and make decisions based on greed, not duty!

 

MATCH.COM, OK CUPID AND THE DATA HARVESTING DATING SITE CARTEL

DATING WEBSITES ABUSE THE PUBLIC'S PRIVACY AND HARVEST ELECTION DATA

THE PERFECT DATE ON YOUR DATING WEBSITES IS A COMPUTER-GENERATED FAKE THAT YOU WILL NEVER MEET IN-PERSON! The dating websites that sell you scam
profiles are: AnastasiaDate, Ashley Madison, Bumble, Coffee Meets Bagel, Cupid.com, Hinge, JDate, Match.com, OkCupid (OkC), POF (PlentyofFish), Tinder and all of the IAC and
Match Group Cartel. Artificial intelligence has given its verdict on what the 'ideal' human body type is - and the results have sparked concerns. Unrealistic and damaging body
image stereotypes promoted on social media have been highlighted in the worrying recent study by The Bulimia Project, that used AI image-generating software. Researchers from The
Bulimia Project, an organisation focusing on publicising research around eating disorders, body image and mental health, used AI platforms Dall-E 2, Stable Diffusion, and Midjourney, to
create the "perfect body". By producing and analysing multiple images, they investigated the idealised body types being promoted aiming to shed light on the detrimental impact of
stereotypes on mental health and self-esteem. The AI-generated images showcasing the "perfect" female body revealed a prevalent preference for more petite women, with Midjourney
producing the most unrealistic representations. Similarly, the images of the "perfect" male body resembled heavily photoshopped versions of bodybuilders, giving an unrealistic
representation of the male physique. Match.com is now the number one place for hookers in the world. 80% of match.com users who are not fake profiles found to be prostitutes or gold-
diggers, per https://reason.com/blog/2018/03/22/reddit-bans-escort-subreddits

MATCH.COM AND OKCUPID ARE ACTUALLY LEFT WING POLITICAL APPS. Swipe Left, Swipe Right: Political Campaigning Invades Dating Apps. Young people are on Tinder,
Bumble, Grindr and other dating apps, so political strategists are too, promoting their favorite candidates. ‘I’m only matching with voters.’ When New Yorker Jen Winston connected last
month with Spencer from Georgia on Tinder, finding true love wasn’t her priority. “Why are you so far away from me?” Spencer messaged Ms. Winston on the swipe-based dating app....
MORE: https://www.wsj.com/articles/swipe-left-swipe-right-political-campaigning-invades-dating-apps-1541182048

Match.com dating sites spy on you and rape your privacy. Handing over your personal data is now often the cost of romance, as online dating services and apps vacuum up information
about their users’ lifestyle and preferences. Why it matters: Dating app users provide sensitive information like drug usage habits and sexual preferences in hopes of finding a romantic
match. How online dating services use and share that data worries users,according to an Axios-SurveyMonkey poll, but the services nonetheless have become a central part of the
modern social scene.What they know: Everything you put on your profile, including drug use and health status. Web trackers can examine your behavior on a page and how you answer
key personal questions. JDate and Christian Mingle, for example, both use a tracker called Hotjar that creates an aggregate heat map of where on a web page users are clicking and
scrolling. Every time you swipe right or click on a profile. “These can be very revealing things about someone, everything from what your kinks are to what your favorite foods are to what
sort of associations you might be a part of or what communities you affiliate with,” says Shahid Buttar, director of grassroots advocacy for the Electronic Frontier Foundation. How you're
talking to other people. A reporter for the Guardian recently requested her data from Tinder and received hundreds of pages of data including information about her conversations with
matches. Where you are. Location data is a core part of apps like Tinder. “Beyond telling an advertiser where someone might physically be at a given time, geolocation information can
provide insights into a person’s preferences, such as the stores and venues they frequent and whether or not they live in an affluent neighborhood,” says former FTC chief technologist
Ashkan Soltani.

Popular dating websites broadly collect information on their users for advertising purposes from the minute they first log on to the site, according to an analysis by the online privacy
company Ghostery of the websites for OkCupid, Match.com, Plenty of Fish, Christian Mingle, JDate and eHarmony. (Ghostery, which performed the analysis for Axios, lets people block
ad trackers as they browse the web.) Popular services broadly track their users while they search for potential matches and view profiles. OkCupid runs 10 advertising trackers during the
search and profile stages of using its site, Ghostery found, while Match.com runs 63 — far exceeding the number of trackers installed by other services. The number and types of trackers
can vary between sessions. The trackers can collect profile information. Match.com runs 52 ad trackers as users set up their profiles, Plenty of Fish runs 21, OkCupid runs 24, eHarmony
runs 16, JDate runs 10 and Christian Mingle runs nine. The trackers could pick up where users click or where they look, says Ghostery product analyst Molly Hanson, but it's difficult to
know for sure. "If you're self-identifying as a 35 year-old male who makes X amount of money and lives in this area, I think there's a wealth of personal information that should be pretty
easy to capture in a cookie and then send to your servers and package it and add it to a user profile," says Jeremy Tillman, the company's director of product management. Many of these
trackers come from third parties. OkCupid installed seven ad trackers to watch users as they set up their profiles. Another 11 came from third parties at the time Ghostery ran its analysis.
Trackers include data companies that often sell data to other companies looking to target people, Hanson says.

Match Group owns a number of dating services, including Tinder and OkCupid. The privacy policies say user data can be shared with other Match Group-owned services. What they’re
saying: A spokesperson for Match Group says in a statement said that data collected by its companies "enables us to make product improvements, deliver relevant advertisements and
continually innovate and optimize the user experience." "Data collected by ad trackers and third parties is 100% anonymized," the spokesperson says. "Our portfolio of companies never
share personally identifiable information with third parties for any purpose." The primary business model of the industry is still based around subscriptions rather than targeting ads based
on personal data, notes Eric Silverberg, the CEO of gay dating app Scruff. I would argue that the incentive to share information is actually lower for dating businesses than it is for media
businesses and news sites. ... We have subscription services and our members pay us for the services we provide and the communities we create,” he says. Why you’ll hear about this
again: Researchers routinely uncover security risks related to dating apps. A security firm recently claimed to have found security flaws in Tinder. The 2015 Ashley Madison
hack resulted in the personal data of users of the site, which purported to facilitate infidelity, being exposed.The FTC last week warned of dating app scams. Match.com sued for tricking
and lying to all of it's users. Match.com allegedly tricked hundreds of thousands of users into buying subscriptions by sending them fake love interest ads, according to a lawsuit filed by
the FTC. The company gained nearly 500,000 subscriptions by alerting users of connections known to be fake. The FTC claims the dating site also lured customers with deceitful
promotions, and later made it difficult for them to dispute charges and cancel subscriptions. Match.com CEO Hesam Hosseini denied the FTC’s claims in an email to executives. The
Federal Trade Commission has sued online-dating service Match Group Inc. for allegedly using fake love-interest advertisements to trick hundreds of thousands of users into buying sub‐
scriptions on Match.com.

Quit playing games with our hearts, says the Federal Trade Commission: . With its new explosive lawsuit against Match (which owns Match, Tinder, Hinge, and OkCupid), the Federal
Trade Commission signals the start of a consumer-fraud crackdown in the online-dating market. Most interesting among its several salacious allegations is that Match enticed basic (free)
users to purchase premium subscriptions by notifying them that they had received "matches" in their premium inboxes knowing that the "matches" were from scammers, not real love
interests. Only time (and lengthy discovery) will tell whether Match forwarding these supposed "matches" was a product of malicious intent or a benign algorithm. But online-dating apps
and services should be on notice that the Federal Trade Commission does not take consumer fraud of the heart lightly. #consumerprotection #match #socialmedia #onlinedating
#advertising

A league out of their own: Truth be told, cancelling a subscription to anything can be a chore, but it's even worse when it's one tied to emotions https://lnkd.in/e8jaqRK  #advertising
#dating #psychology #match #relationships

Why does social engineering work so well? Because it involves humans and emotions. Match.com used social engineering to convert unsuspecting users into paying members. The
social costs and damage to Match's reputation will likely be long-lasting. In fact, in a 2018 survey, 81% of respondents stated they would lose trust in a brand if the product or service didn't
live up to the company's promise and 78% due to a poor customer service experience[1]. Consumer trust is sacred. Maintaining this trust includes always practicing high-quality.
Internet dating sites abuse their users in the most horrific ways. They now all share their ‘ai’ software and databases and that means that they share all of the scammers, AI bots, sex
solicitors, players, cheaters poly, and tons of green card scamming 3rd world country profiles that EVERY SINGLE ONE OF THEM IS NOW INFESTED WITH!

For match.com horrors see the user reports at:

https://www.consumeraffairs.com/dating_services/match.html

For Bumble horrors see the user reports at:

https://www.consumeraffairs.com/entertainment/bumble.html

https://www.consumeraffairs.com/dating_services/match.html
https://www.consumeraffairs.com/entertainment/bumble.html


For Eharmony horrors see the user reports at:

https://www.consumeraffairs.com/dating_services/eharmony.html

For Cupid.com horrors see the user reports at:

https://www.consumeraffairs.com/dating_services/cupidcom.html

For Zoosk horrors see the user reports at:

https://www.consumeraffairs.com/dating_services/zoosk.html

For OKCUPID horrors see the user reports at:

https://www.consumeraffairs.com/dating_services/okcupidcom.html

EVERY, internet dating site is now a fake profile-based, privacy harvesting, political spying, computerized scam service operating off of your emotional vulnerability in order to profit off of
your basic needs.

Online dating companies are fraud companies. They purchased a AI, and that is for manipulating you and getting you to go through the rat maze as they want you:

https://ir.mtch.com/news-and-events/press-releases/press-release-details/2021/Match-Group-Closes-Acquisition-of-Hyperconnect/default.aspx

All the naive people on hinge think its people from outside creating these "model" profiles. its match group themselves:

https://finance.yahoo.com/news/hinge-user-questions-whether-weird-211426431.html

Instead of using their advanced algorithms to keep the platforms friendly and clean, they purposely do this.

https://postimg.cc/PLR8bsWx

In the modern world, there is no way to meet singles without the internet and corporate exploiters like IAC, Inc., Match Group and other ‘corporate vagina vultures’ knowing that they can
openly sucker you, in plain sight, and get away with it. In America, the FTC, and other agencies, never punish them because they pay politicians big bribes. President’s family members
and staff own stock in these companies.

People that work at dating site companies are either out-sourced data entry contractors from Asian regions and/or college age kids with no comprehension of how life really works. They
are usually bored at work so they read all of your emails and text messages. If you mention something political that goes against their zealotry then you get your sexier potential dates
replaced with fat people or you get your profile shadow-banned. In fact, if you mention anything that one of these influencer-beholden, naive, worker bees does not agree with, you get shit-
listed. Just remember this: if you typed it on a dating site, it is archived and searched on all the dating sites shared databases FOREVER!

Many people find that Match.com and big corporate dating sites are a stain on humanity and a cancer on the internet. Match.com and big corporate dating sites are sometimes digital sex
traffickers, exploiters of emotions and a data rapists. The Match.Com bosses are known to bribe politicians and lobby the FTC to keep from getting shut down.

Match.com and it’s affiliates are the worst of the bunch. They need to be put out of business forever. They needs to be sued by each member of the public that used the site. The company
also needs to be sued by the FTC, The FEC, The DOJ, The FCC and various class action citizen groups. Match.com sends your most intimate and private data to political fronts,
marketing companies and government spy agencies.

Match.com, and it’s corporate clone sites, are corporate political honey-traps designed to harvest your data, emotions, psychological and political profiles at your expense. You are being
raped when you use Match.com.

This book details the 100% legal spy agency tactics and legal tools to put evil Match.com out of business. If you care about doing good, then you want to undertake these efforts to
exterminate Match.Com.

Match.com does not care about you, your social life or your personal needs. They care about spying on you for their political and corporate bosses. They know you are addicted to sex
and social connection. They exploit those universal emotional needs for profit and social manipulation.

This book goes beyond “who pays for the meal”, and delves into the sinister political and social crime base that Match.com covertly exploits around the globe. You have to really want to
know why U.S. Senators are involved in sex sites: ( https://madworldnews.com/pelosi-child-prostitution-ring/ )
( https://www.americanpatriotdaily.com/latest/nancy-pelosi-major-scandal/ )
( http://redwhiteandright.com/skeleton-pelosis-closet-liberals/ ) and why so many name brand politicians have been outed in sex site leaks: 
( https://en.wikipedia.org/wiki/Ashley_Madison_data_breach )
( https://medium.com/lifes-funny/my-match-com-account-was-hacked-782560c2fcf7 )
( https://www.washingtonpost.com/news/the-intersect/wp/2015/10/19/we-are-frequently-under-attack-match-com-says-hackers-are-after-its-data/ )

Within minutes of your use of their dating site, a political and psychological profile has been created about you and is being used by some of the most nefarious corporate, political and
government entities.

Every word, every text message, every mouse click, every mouse direction, all of your audio and video...everything.. is being harvested to harm you on Match.com. Every image you post
on Match.com is harvested by many parties and cross checked across the internet to find all of your other social media sites, bank records, medical records, traffic camera shots and
other things you don’t want the world to see.

Match.com’s dating corporation knows that you are trapped. Those corporations have no souls. They see you as data cows to be harvested for government agencies, political parties,
competitor research and marketing manipulation. Any picture you upload on Match is instantly cross checked across face scan databases globally, using the same software that the FBI,
CIA, DEA, IRS and NSA use. By joining Match, you just said “Here I Am” to every investigator, hacker, collection agency, marketing service and enemy you could ever want to avoid.

Today, a single one of your images on Match.com is being scanned by software called “ClearView ai”, “Yandex Image tracker”, “Google Image Bot” and the Chinese secret police.
Within 10 minutes of capturing your image off of that dating site, their computers assemble every bank record, medical record, lawsuit, property ownership record, complaint about you
and every other dirty detail about you that you never wanted made public.

It is not just big spy-guys that scan your Match.com profile; Any 14 year old with a notebook computer can do this. In this book, you will see details of thousands of such technologies, in
use today, that can end your life and social standing tomorrow.

This is the information they never told you in main stream news. This is how to protect yourself from Match.com.

As proven by scientific statistics, a majority of the “people” you will encounter on Match.com dating sites are: 1.) Russian scammers, 2.) Guys pretending to be girls, 3.) Robotic software
seeking to scam you, 4.) Narcissists, who will never meet you in-person, seeking self-validation, 5.) Sex workers, 6.) Gold diggers, 7.) Free dinner seekers, 8.) Recently broken-up people
who are addicted to their past partner and will, eventually, go back to them, 9.) Oxytocin brain chemical junkies, 10.) Single parents looking for a new person to pay the mortgage, 11.)
Trans-sexuals trying out their look to see if they can fool you, 12.) Marathon daters going out with a different person every night to see which one can buy them the best dinners and show
tickets and other non-qualified subjects. 

This collaboratively edited book was created by the public to educate the rest of the public. It will horrify you, shock you, amaze you, enlighten you and clearly illuminate the fact that
Match.com is truly breaking all of the rules of morality. 

Most people that sign up for Match.com, or it’s clone online dating sites, cancel it within a few weeks because of the trauma of trying to wade through the terrible things that happen to
users of the system.

Every Match.com online dater is looking for: marriage, sex, free food, money, social revenge, distraction, entertainment, narcissistic validation, arm-candy, friends, a baby-daddy or
related goals. The corporation, though, behind Match.com, is only looking for one thing: Your digital and political data.

Let’s take a deeper look at Match.com as our writers go deep under-cover inside Match ( including working undercover in their offices ) …
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Who Is Match.Com?

Match calls itself an “online dating service”, but it is really a spy operation, with web sites serving over 50 countries in twelve
languages.[citation needed] Its headquarters are in Dallas, Texas. The company has offices in Dallas, West Hollywood, San
Francisco, Tokyo, Rio de . The Match consortium sells it’s data to the CIA, FBI, NSA, IRS, DEA and DNC via Axciom and other
data brokers. The USPS social media surveillance service uses it to hunt political party members who oppose the Obama
Administration.

While you may know that Chelsea Clinton is part of it, the whole tale is much more sordid.

In 1993, Match.com was founded by Gary Kremen and Peng T. Ong in San Francisco.[2][3][4] At the beginning, Match.com was the name of the website, while the company that operated
it was formally named Electric Classifieds Inc.[2] Early on, Kremen was assisted by Ong and Steve Klopf, who helped in the design of the initial system, and Simon Glinsky, who co-wrote
its business plan, developed product designs including matching criteria, services to LGBT communities, created business models and rollout marketing strategies and made early
hires.[5] Fran Maier later joined the company as its director of marketing.[5] According to a retrospective from The Atlantic, Maier helped to implement Match.com's business strategy,
which included a subscription model and the inclusion of diverse communities, including women, technology professionals, and the lesbian, gay, bisexual, and transgender
communities.[5] Match.com went live as a free beta in early 1995, and was first profiled in Wired magazine that same year.[4][2]

Gary Kremen and Steve Klopf are shown in California public records as 2544 Re, LP which is a California Domestic Limited Partnership filed On April 13, 2007. The company's filing
status is listed as Active and its File Number is 200710300012.

The Registered Agent on file for this company is Steve Klopf (Later with the highly sexually driven IDEO design group, where staff members sleep with each other ) and is located at 23
Jules Avenue, San Francisco, CA 94112. The company's mailing address is 23 Jules Avenue, San Francisco, CA 94112.

The company has 2 principals on record. The principals are Gary Kremen from San Diego CA and Steve Klopf from San Francisco CA. Gary Kremen was marketing SEX.COM.

From it’s very roots, perversion and dirty money fueled the fires.

David Lawlor published a report about how the sick story of early Match.com as Sex.com reads like a bad Hollywood movie script.

The California public records record:

“Kremen, Father & Partners, LLC is a California Domestic Limited-Liability Company filed On May 13, 1999. The company's filing status is listed as Canceled and its File Number is
199913710035.

The Registered Agent on file for this company is Philip Father and is located at 50 California St, Ste 2000, San Francisco, CA 94111. The company's principal address is 50 California
St, Ste 2000, San Francisco, CA 94111 and its mailing address is 50 California St, Ste 2000, San Francisco, CA 94111.

The company has 2 principals on record. The principals are Gary Kemen from San Francisco CA and Philip Father from San Francisco CA.” Philip Father And Gary Kremen had a
Victorian building on 3rd Street in the Portrero Hill neighborhood in San Francisco, not far from Nancy Pelosi’s “Goat Hill Pizza”. All of their files got leaked. So the story goes...

Boy gets domain name, boy loses domain name, boy gets domain name back. Add in millions of dollars flying about, a possible run-in with Mexican authorities and, naturally, a climactic
courtroom finale.

But real life is always stranger than fiction, and the case of Gary Kremen versus Stephen Michael Cohen et alia is no different. No movie could fully reveal the oddities and quirks of the
case of the disputed Sex.com domain name.

A trial in a San Francisco court Thursday will bring the two men together, both hoping for very different endings to the tale.

The story begins in 1994 when Gary Kremen registered the name Sex.com with domain name registrar Network Solutions (NSOL), for free and without any official contract -- the way
things were often done in the early days of the Web. At the time, the Internet was in its infancy -- Amazon.com (AMZN: Research, Estimates) was still a year away.

After successfully launching the online dating service Match.com, Kremen turned his entrepreneurial attention to Sex.com. He hadn't developed a Web site to accompany the Sex.com
nomenclature immediately after registering it. The domain name had sat empty.

While Kremen was busy developing his online dating service and registering Sex.com, Stephen Michael Cohen sat in federal prison serving a 42-month sentence for bankruptcy fraud.
The prior felon had orchestrated a number of impersonation and deception schemes in the past. Cohen finished his bankruptcy fraud term in February 1995, and left federal prison.

Then the tale's first plot twist began. In October 1995, Network Solutions received a letter from a company called Online Classifieds Inc. stating that control of the Sex.com domain name
was to be turned over to Cohen. The writer of the letter is listed as Sharyn Dimmick.

Dimmick, who was Kremen's roommate until April 1995, did not know Cohen, says Kremen's lawyer Pamela Urueta of San Francisco-based Kerr & Wagstaffe LLP.

Network Solutions obliged and transferred control of the domain name to Cohen.

Following the transfer, Online Classifieds Inc. informed Network Solutions that all correspondence would have to take place via mail or telephone -- because Online Classifieds Inc. did not
have Internet access, Urueta says. Online company, no Internet access.

Following the transfer, Cohen developed the Sex.com Website and turned it in to a multimillion dollar venture. How many millions? It's hard to tell, because Cohen has refused to supply
the court with accounting information for the Web site.

But the online pornography sector averaged $2.7 million per day in earnings in 1999, according to a U.S. House of Representatives report. The Internet pornography industry also
represents the most consistently successful e-commerce product on the Web.

However, despite the huge amount of cash the Web site was generating, something was rotten in the land of online titillation. Kremen learned from a friend that Sex.com was operating as
a pornographic Web site, he says. Attorneys were called, a lawsuit was filed, and the most bizarre domain name battle in the Internet's short history began.

The first item in question was the letter written to Network Solutions with Dimmick listed as the author. Urueta believes Cohen saw the Internet was becoming a global phenomenon after
his release from prison and decided Sex.com could be a lucrative domain name on which to base a business. After finding the name was already taken, Urueta says, Cohen decided to
deceptively gain control of the Web property.

She contends that Cohen forged the letter after learning who Dimmick was, as the first step in his plot to take over the domain name. Cohen's lawyer, Robert Dorband of the law firm
DuBoff Dorband Cushing and King in Portland, Ore., says Cohen did not forge the letter.

In the end it didn't matter who authored the transfer memo, because in November 2000, the U.S. District Court in San Jose found the letter was fraudulent and therefore the transfer of
Sex.com from Kremen to Cohen was void. Sex.com was Kremen's again.

But Cohen argued that the letter and the court's view was irrelevant. He now claimed Sex.com was his before Network Solutions received the letter from Dimmick. In fact, Cohen said he
had been using the Sex.com name as long ago as 1979.

Before heading to federal prison, Cohen had run a bulletin board for swingers and operated it from 1979 into the 1980s. One of the areas on the bulletin board used the three-letter file
extension ".com" and was preceded by the word "sex," Dorband says.

Trademark law does not require one to register a name to own it, but simply to use the name for a period of time. Citing that law, Cohen claimed that since he had used the term Sex.com
since 1979, the moniker was his.
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The judge didn't buy it.

For Kremen, the only matter remaining now was the amount of money he should be rewarded from the Web site's earnings while under Cohen's leadership. At the November 2000
hearing, Judge James Ware ordered Cohen, along with two other corporate defendants, to place $25 million in the court's control, pending final judgment and assessment of damages.
The judge also ordered Cohen not to transfer any assets.

It's a very strange case. Kremen was big with the Jerry Brown and Gavin Newsom crew and set about pitching himself as a “Green Energy Guru” for Sacramento. Steve Klopf got a job at
IDEO Design after that gig, where is bosses have asked staff not to mention the SEX.COM thing.

In defiance of those two orders, Cohen did not place $25 million in the court's bank and did transfer money to accounts outside of the United States, says Urueta. She adds that Cohen
has been sending money to banks in Luxembourg and other such countries for some time in order to avoid seizure of his assets. Cohen's lawyer confirms that the $25 million was not
placed, and that money was transferred after the court order.

Cohen was held in contempt on March 5 for violating the court's orders and for failing to appear in court on another date. The judge's decision steming from those violations will disallow
Cohen to present evidence at the trial scheduled Thursday. The judge also issued a warrant for Cohen's arrest for failing to comply with court orders.

Cohen could not be reached for comment. Network Solutions declined requests for an interview.

Gary Kremen "It's a very strange case," says Dorband. "It has some unusual characters, who really are more alike than they are different. I think if they [Kremen and Cohen] had met each
other in some different forum they would actually be friends."

Since Kremen has regained control of Sex.com, he says he has toned down the nature of the content and may eventually shift the Web site's focus away from pornography and make it an
educational property.

"I still need to figure out exactly what's going on with it [the Web site]," Kremen says. "But I don't really want it to be a porno site."

Dorband says the case sets no real precedent for future domain name battles.

"This whole case is really an anomaly," Dorband says. "Everything happened when, for a brief time, Network Solutions had no written agreement with its customers. Now, with contracts,
you also have property rights to your domain name. If that would have been the case to start with, then who knows what might have happened in this situation.

Founder Kremen left the company in March 1996, after disagreements with venture capitalists.[6] In 1997, Match.com was purchased by Cendant, who then sold it to IAC in 1999.[7]

In September 2001, Match.com partnered with AOL and MSN, with the idea that Love@AOL and MSN Dating and Personals would allow a more diverse audience to gain access to
Match.com.[8]

In 2002 and early 2003, Match.com's then CEO, Tim Sullivan, expanded Match.com into local dating with a service called MatchLive, where daters would meet in a public location for
social activities and a form of speed dating.[9][10]

In September 2004, Jim Safka replaced Sullivan as CEO.[11] Safka was replaced as CEO by Thomas Enraght-Moony in 2007.[12][better source needed]

On November 10, 2005, a class action was filed by Matthew Evans against Match.com in federal court in Los Angeles alleging that Match.com employed fake members to send emails
and go on dates with paying members. The suit was repudiated by IAC as baseless, and was later dismissed by the United States District Court for the Central District of California on
April 25, 2007.[13] Similar suits were filed in June 2009 and December 2010, with the judges ruling that Match.com did not break user agreements.[14][15]

Do you see the trend here, yet? Match.com was forged in creepiness and built on slime-ball people with sinister motivations.

In January 2006, Match.com hired Dr. Phil McGraw as a celebrity spokesman.[16]

In February 2021, Match Group acquired Hyperconnect, a technology company based in Seoul, Korea, for $1.73 billion.[17]

In February 2009, IAC incorporated Match Group as a conglomerate of Match.com and other dating sites it owned.[18] Also in February, it was announced that Match.com's European
operations would be sold to Meetic for 5 million Euros and a reported twenty-seven percent interest in the company.[19] At the same time that this sale was announced, the current CEO
Thomas Enraght-Moony stepped down, while IAC's (Match.com's parent company) Executive VP and General Counsel, Greg Blatt, took his place.[20]

In July 2009, Match.com acquired People Media, which powered AOL Personals and operated BlackPeopleMeet.com and OurTime.com, from American Capital for $80 million.[21] The
following year, Match.com acquired SinglesNet, another dating site.[22] In December 2010, Match.com’s CEO Greg Blatt was made CEO of parent company IAC.[20]

In 2012, Match.com bought OkCupid, and Sam Yagan, OkCupid's co-founder and CEO, became CEO of Match Group.[23] That same year, Match.com announced Stir, an events service
that was to offer local events each month for Match.com members to attend.[24]

In April 2014, Match.com launched an updated mobile app with a feature called "Stream" which used location to match people based upon photographs, using similar algorithms as the
mobile dating app Tinder.[25] The platform's membership auto-billing method has been criticized by customers for the lack of transparency.[26]

In 2017, Yagan was replaced by Mandy Ginsberg as the CEO of Match.com’s parent company, Match Group.[27]

A woman claiming she was raped by another person she met on Match.com sued the site in 2011.[28] The woman and her lawyer wanted Match.com to start doing background checks on
their users in order to prevent registered sex offenders from using the site. Match.com has responded that it would create many problems trying to get background information from all
their users.[29] Days after the lawsuit was filed, Match.com announced that the site would begin screening new members.[30]

From 2011 to 2014, a man described by British police as a “sexual predator” contacted thousands of women through the website. He raped five of them. In March 2016 Derby Crown
Court heard that four of the victims complained about the man to Match.com; one of the women was told that administrators could not do anything because he had not sent abusive
messages through the site.[31][32]

IAC is an American holding company that owns brands across 100 countries, mostly in media and Internet.[2] The company is headquartered in New York City[3] and incorporated
in Delaware.[4] Joey Levin, who previously led the company's search & applications segment,[5] has served as Chief Executive Officer since June 2015.[6]

IAC's largest shareholder, Liberty Media, exited the company in 2010, following a protracted dispute over the 2008 spinoffs.[54][55] Liberty traded its IAC stock for $220 million in cash,
plus ownership of Evite and Gifts.com.[54] On the same day, Diller stepped down as CEO, though he remained as chairman and Match.com CEO Greg Blatt was appointed to succeed
him.[54] That same year, IAC acquired dating site Singlesnet[56] and fitness site DailyBurn.[57]

In January 2013, IAC acquired online tutoring firm Tutor.com.[58] On August 3, 2013, IAC sold Newsweek to the International Business Times on undisclosed terms.[59] On December 22,
2013, IAC fired their Director of Corporate Communications, Justine Sacco after an AIDS joke she posted to Twitter went viral,[60] being re-tweeted and scorned around the
world.[61] The incident became a byword for the need for people to be cautious about what they post on social media.[62]

In 2014, IAC acquired ASKfm for an undisclosed sum.[63]

November 2015, IAC and Match Group announced the closing of Match Group's previously announced initial public offering.[64]

In May 2017, HomeAdvisor combined with Angie's List, forming the new publicly traded company ANGI Homeservices Inc. The company made its stock market debut in October 2017. In
October 2018, the ANGI made its first acquisition of on-demand platform Handy.[65]

In July 2019, IAC made its largest investment ever in the world's largest peer-to-peer car sharing marketplace, Turo. Later that year, IAC acquired Care.com.[66] In December 2019, IAC
and Match Group entered into an agreement providing for the full separation of Match Group from the remaining businesses of IAC.[67]

In January 2020, IAC withdrew its financial backing for CollegeHumor and its sister websites and sold the websites to Chief Creative Officer Sam Reich. As a result of the restructuring,
more than 100 employees of CollegeHumor were laid off.[68] In February, IAC completed its $500 million acquisition of Care.com.[69]

The Clinton Family own an interest in this operation. Anytime you are trying to date on Match.Com think about Chelsea Clinton and her Friend Ghislaine Maxwell ready your emails and
texts on the Match.com servers.
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The people that work in the lower staff ranks at Match are generally high-strung leftists woke rights activists who are not old enough to have fully developed brains. They party in clusters in
sports bar and loud music club scenes and reinforce a party culture. They are mostly female and embrace “influencers”, “Instagram postings” and casual dating. They have a higher tatoo
volume than the average corporation.

In July 2020, IAC and Match Group announced the successful completion of the separation of Match Group from the remaining businesses of IAC. As a result of the separation, Match
Group's dual class voting structure was eliminated and the interest in Match Group formerly held by IAC is now held directly by IAC's shareholders. As of the separation, "new" IAC trades
under the symbol "IAC" and "new" Match Group under the symbol "MTCH." [70]

In August 2020, IAC announced[71] it had invested a 12% stake in MGM Resorts International.

Match Group, Inc. is an American internet and technology company headquartered in Dallas, Texas.[2] It owns and operates the largest global portfolio of popular online dating
services including Tinder, Match.com, Meetic, OkCupid, Hinge, PlentyOfFish, Ship, and OurTime totalling over 45 global dating companies.[3] The company was owned by parent
company IAC and in 2019, the company had 9.283 million subscribers, of which 4.554 million were in North America.[1] In July 2020, Match Group became a separate, public company.

Match.Com and Attack service: Gawker Media/Gizmodo Media trade Staffer Ian Fette back and forth to share mass computerized political attack and political defamation tools
developed at both outfits.
In February 2009, IAC incorporated Match Group as a conglomerate of Match.com and other dating sites it owned.[1][4] In July 2009, Match Group's Match.com acquired People Media
from American Capital for $80 million in cash. People Media operated dating sites BlackPeopleMeet.com and OurTime, which became part of Match Group's portfolio, and
powered AOL Personals.[5]

In February 2010, Match.com acquired dating site Singlesnet.[6] In February 2011, Match Group acquired OkCupid for $50 million. OkCupid was the first free, advertising-based product
added to the Match Group portfolio.[7]

In 2012, online dating application Tinder was founded within Hatch Labs, a startup incubator run by parent company IAC.[8] The application allowed users to anonymously swipe to like or
dislike other profiles based on their photos, common interests and a small bio.[9] On November 19, 2015, the company became a public company via an initial public offering.[10]

In 2017, Match Group launched Tinder Gold, which established Tinder as the highest grossing non-gaming app globally.[8] In the summer of 2017, the company offered to
acquire Bumble for $450 million.[11]

In January 2018, Mandy Ginsberg, formerly the CEO of Match North America, replaced Greg Blatt as CEO of the company.[12]

In June 2018, Match Group acquired 51% ownership in dating app Hinge.[13] The acquisition was intended to help diversify Match's portfolio and appeal to a wider array of singles. In
February 2019, Match Group fully bought out the company.[14][15]

In July 2018, Match Group launched a Safety Advisory Council comprising a group of experts focused on preventing sexual assault across its portfolio of products. The council
included #MeToo movement founder Tarana Burke and worked with organizations like the Rape, Abuse & Incest National Network (RAINN) and the National Sexual Violence Resource
Center.[16]

In August 2018, Tinder co-founder Sean Rad filed a $2 billion lawsuit against Match Group, claiming that Match Group and its parent company IAC purposely undervalued Tinder to avoid
paying out stock options to the company's original team.[17] Rad and his co-plaintiffs also accused the former Tinder CEO, Greg Blatt, of sexual harassment.[18] The company said that
the allegations are "meritless".[19] In October 2019, Blatt filed a defamation lawsuit against Rad and Tinder founding member Rosette Pambakian seeking at least $50 million in
damages.[20][21]

In January 2019, Match Group partnered with media brand Betches to launch a dating app, called Ship, that allowed users to help their friends pick out potential dates.[22]

In August 2019, the company acquired Harmonica, an Egyptian online dating service.[23][24][25][26]

In January 2020, Match Group announced an investment and partnership with safety platform Noonlight. The partnership incorporated new safety tools in Match Group's products,
including emergency assistance, location tracking and photo verification.

In January 2020, Mandy Ginsberg stepped down as chief executive officer due to personal reasons.[27][28][29] Shar Dubey, then President of Match Group, became the CEO of the
company effective March 1, 2020.[30][31]

In March 2020, Match Group became the first tech company to support the Earn It Act of 2020, a bipartisan bill to combat online child sexual exploitation.[32]

In July 2020, the company completed the separation from IAC. The separation was the largest ever for IAC, as Match Group then had a market capitalization of $30 billion.[33] After the
separation, four new members joins Match Group's board of directors: Stephen Baily, Melissa Brenner, Ryan Reynolds and Wendi Murdoch[34][35][36]

In August 2020, amidst the Covid-19 pandemic, Match Group reported growing profit and revenue and surpassed 10 million subscribers across its portfolio.[37]

In September 2020, Match Group joined others companies like Spotify and Epic Games to form the Coalition for App Fairness. The purpose is to combat Apple over its app store
policies.[38][39]

In February 2021, Match Group announced that it would be acquiring Seoul, Korea-based social network company Hyperconnect for $1.73 billion in both cash and stock.[40] This deal is
reportedly Match Group's largest acquisition to date.

Also in February 2021, Match Group took legal action against dating app Muzmatch, the online Muslim dating app, calling the app a "Tinder Clone". [41]

In 2019, the company was sued by the U.S. Federal Trade Commission (FTC) for allegations of unfair and deceptive trade practices. According to the FTC's civil complaint, the company
used fake love interest ads to encourage free users to pay for premium subscription services on Match.com. Accounts that were flagged as suspicious or potentially fraudulent by the site
were prevented from messaging paid subscribers but were allowed to continue messaging free users who were tricked into believing that the suspicious accounts were real users
encouraging them to subscribe and connect with them. The company denied the allegations. The FTC further alleged that the company offered false promises of guarantees, failed to
provide support to customers who unsuccessfully disputed charges, and made it overly difficult for users to cancel their subscriptions, which Match Group disputed as cherry-picked and
misrepresenting internal emails.[42][43][44][45][46] In September 2020, it was reported that the Department of Justice had closed its investigation into the FTC complaint.[47]

THE DATING SITES YOU MUST AVOID AT ALL COSTS, AND SEEK TO BANKRUPT, ARE:

 Ablo

 Amourex

 Black People Meet

 BLK

 Chispa

Disons Demain

Hawaya (formerly Harmonica)

Hinge
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And any other facades that these digital manipulators pop up with.

You see, in reality, most internet dating sites are owned by the same crooked corporations and they should be PUT OUT OF BUSINESS. If not the exact same corporation, they are the
same kinds of heartless corporate human manipulation machines. Do yourself and your friends a favor and file complaints about each of these dating sites at:
http://www.ftc.gov/complaint

Here Is A Sampling Of What The World Says About Match.Com On The Internet

* When you post anything on Match.com, you activate over 100 companies around the globe that scan every single dating and social media site, every few minutes, for new profiles
and harvest the posted photos. Your photos are instantly compared, via AI software and massive computer arrays, with every social media site (ie: Facebook, Linkedin, Google,
Instagram, etc.) to reveal who you actually are and produce a digital dossier on you (that will be available on you forever). If you are in a lawsuit, or politics, that data will be used to
harm and defame you. If you have assets, that data will be used to hack your bank accounts and medical records and blackmail you. By now, any educated person should already
know this, as it is widely covered in the news. Anyone who pooh-poohs this is most likely a hacker using a fake dating or Linkedin profile. There are millions of fake dating and
Facebook profiles operated by Russian and Chinese spies and data harvesters…

* Match.com’s culture has made online dating a bidding war for sex, free dinners and money. As a guy you will find that in New York City and the San Francisco Bay Area, all of the
guys you are competing against make over $160,000.00 per year, have excellent condo's, BMW's and take girls to $100.+/per ticket shows. If you can't compete with that then your
entire online dating experience will consist of feeding one girl after another free food and then never hearing from them again. As a woman you will find that all of the women in those
areas have big fake boobs, cow fat injected lips, visible abs, insectoid eyebrows, and deep dark spray tans and they WILL do anal, if you can't compete with that then you are stuck
dating used car salesmen who might take you to Denny's. Big tech guys will dump you four weeks later because you are "old news" and they can get 100,000 other Instagram
hookers and nasty girls on match.com any time they want to...

* Before your first blind meeting, exchange text numbers on your burner phones or you will likely not find each other, if you have never seen each other in 3D before, because many
profiles on Match.com are fake shills who will never show up in-person...

* Famous dating site owners, like IAC, Match.com, okcupid, zoosk, farmers only, plenty of fish, etc., use your private information ILLICITLY by rigging the system exclusively for
themselves and their crony insiders to gather information on you. Stay informed about corporate dating site face harvesting, privacy abuse, reading of users messages, selling users
to political parties and other misdeeds. Your face on a dating site can lead to the hacking of your bank account in 10 minutes if an experienced hacker is using face comparison AI
software across social networks. Protect yourself by reading http://lifebooks.net/Web_Safety_Part_One.html ..

* A "Date" means that both parties are agreeing to meet based on the belief that both parties believe there is a chance of sex occurring. A "Hook-Up" means that both parties are
agreeing to meet just for sex. Match.com exploits both of these concepts to sucker users into extending their subscriptions...

* If you have to describe your status as "It's Complicated", then you are a SLUT! Quantum Physics is complicated. Whether or not you have had sex with someone that you may
have sex with again is not complicated. Either be single or say you are "Dating Around". Don't insult people's intelligence by using the "It's Complicated" excuse. People on
Match.Com who say “it’s complicated are just dating a different person every night...

* Over 50 groups scan every photo on a dating site to look for political exploitation opportunities. Do not think that your dating profiles are exempt from scanning by political party
operatives. Many of the big dating sites sell your data to the DNC and/or RNC...

* Russian, Nigerian and Chinese "Fake Profile Farms" have placed millions of fake profiles on all of the dating sites. Some dating sites are MOSTLY fake profiles. When you write to
them, expert texting scammers, or AI bots, respond to you in an extremely convincing manner. Never believe someone is real from a dating site until you have met them in person in
front of a local coffee shop. Match.Com covertly supports these fake profiles because it is free content. Match officials say otherwise but they are lying.

* "influencers" on the internet are: FAKE, LIARS WHO BOUGHT THEIR "LIKES" FROM CHINESE CLICK-FARMS, NARCISSISTS, FAKES, FAKES and FAKES! Match.com loves
“influencers” because their BS creates free content...

* Have you noticed how most of the sign-up questions on sites like Match.com and OKCupid are questions about your political beliefs? Political party operatives are also getting a
copy of those answers on some of these sites...

* Never communicate more than a few generic sentences (to arrange to meet) over an internal messaging system on any Match.com, or related, dating site. Everything you type on a
Match dating site message system is often read by bored staff at the dating site, harvested by government analysts, scanned by marketing companies for phone numbers and email
addresses, read by hackers and archived for years for future legal and political analysis. Intention analysis of your words is sold to political parties and other third parties. Get your
communication OFF of the dating site ASAP. Never say too much about yourself or place very much private data on a dating site. The messaging system inside a dating App is one
of the most dangerous threats to your privacy...

* A unique way for guys to get hot girls paid for by the Russian spy agency the KGB (Also known as the FSB). KGB Girlfriends can be really fun. As a guy, you create a pretend hot
technology start-up company in Silicon Valley, New York City or Los Angeles. You buy a lot of buzz in tech PR in those areas and make it look like you have some hot secret
technology that can change global media or internet or energy. Then you attend tons of tech parties that are advance promoted. The Russian and Chinese secret service will target
you to try to steal your technology. They will have impossibly hot girls approach you to date you. They are called "Honey Traps". The Russians and Chinese have placed thousands
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of them on Match.com, Plenty of Fish, OK Cupid and all of the big corporate dating sites. These planted women will approach you. You have sex with them and you secretly know that
the spy agencies are paying for your sex. You just never tell them any ACTUAL secrets. You plan out a careful set of disinformation that leaves out some key tech points and tell
them your fake secrets. Russia has thousands of these "Red Sparrows" planted around the USA in major cities. If your technology is hot enough, they will charter a plane from the
Ukraine and fly a few dozen of these tech hookers in to target you. Russian hookers are VICTORIA SECRET HOT! They are trained in sex universities. The downside: If you let on
that you know they are spies they could kill you with poison or simulated heart attacks or heroin overdoses. So: The KGB will pay for all of your sex but you have to game your pretext
quite well or you could get killed like Tony Hseigh or Forrest Hayes or Ravi Kumar or... But these Chinese and Russian spy girls are soooooo hot!..

* If you have been on many Match.com related dating sites you have had a huge number of first date/meetups but they ended in failure since you are not in a relationship with those
people. You may have dated people longer but those relationships did not work out either or you would not be on a dating site. The thinking that "getting to know someone" has any
value in dating has already been proven wrong by your own past experiences. 'Waiting in dating leads to undating'. Most marriages end in divorce and that proves that you can never
"get to know someone". All people dating are always looking for an imperfection so they can rationalize the: "Delete"..."Next"..." option to switch to the next person. The so-called
"perfect" match can never be found. The Grass-Is-Always-Greener-On-The-Other-Side-Of-The-Fence never ends in online dating. You CAN get a rapid paced pseudo-feeling of
"social action" by going through many people but that is shallow. The only thing that works is to take the next person, that is not too ugly, and partner with them and craft a relationship
TOGETHER...

* People on Match.com dating sites with photos that look like they are fashion models or with pictures that have advertising type poses and make-up could be sociopath narcissists. If
they look like they should have people lined up to date them, they probably do. There are a certain number of angry divorcee-type people, who hate the other gender because of a
bad divorce and want to punish all those from that other gender by being mean to them online. Watch out for internet hotties who just have a "LOOK AT ME" insecurity complex and
have no intention of ever meeting anybody. See: https://videosift.com/video/Narcissists-and-SOCIAL-MEDIA

* Everyone on an internet dating site is presumed to be open to having sex, otherwise they would be on Facebook or Meet-Up if they were just looking for a social herd interaction
sorority type hang out. Don't be offended if sex comes up earlier in the conversation that you expect. That is the nature of the internet. You both need to text each other that you BOTH
agree to "a monogamous, committed relationship", in writing, or you need to expect the other person to be sleeping with the other members on the dating site on the nights that they
are not with you.

* Before dating, make sure your doctor has tested you for: 1.) HIV (https://www.mylabbox.com/how-much-does-an-hiv-test-cost/); 2.)  Hepatitis C; 3.) Herpes Simplex II; 4.) Syphilis
(https://www.mylabbox.com/test-for-syphilis/); 5.) Chlamydia (https://www.mylabbox.com/chlamydia-101-the-facts/); 6.) Gonorrhea (https://www.mylabbox.com/clap-gonorrhea-
symptoms-in-women/); 7.) Trichomoniasis; 8.) HPV; 9.)  Mycoplasma; 10.) Ureaplasma; 11.) COVID; 12.) Anal sore; 13.) Vaginal Fungus. Consider getting a prescription for the
AIDS prevention drug: "Prep" and try using "topical microbicide STD gel" to kill STD's, especially on Match.com because Match.com users have the highest rate of STD’s…

* Facial symmetry and social similarity herd programming are the two biggest factors you are up against in on-line dating. Try to get past these biological subliminal conditioning
factors and date outside your "comfort zone". Don't date people that look exactly like your social cliques faces. Try not to date people that all look like they go to the same frat house
or sorority. Match.com software favors frat house and sorority looking people...

* Match.com dating has put men in the position of being used for free dinners while each woman has many other men buying them dinners the same week. Internet dating has made
men hyper-sensitive about being "used". The first few dates from an internet connection must be "dutch" these days, to avoid conflict...

* Men who date via Match.Com sites will eventually always get sex, so they expect it more than usual because the internet changes the numbers game…

* Billionaires from Google, Facebook, Netflix and Linkedin are hard to date because most of them have a number of sex  workers (hookers and rent-boys) they retain weekly plus they
have an account with every dating site and a "social connections" manager. The nights that they are not with you, they are with a person from another dating site and they get bored of
each person after a couple of weeks and dump them in their constant search for new distractions. If you can get pregnant by one of them, though, you can get a phenomenal
payday…

* People who have many photos but only photos of their face are usually fat on Match.com. Beware…

* On Match.Com, move fast on new members that just joined a dating site because people quit, or get scooped up, as soon as they appear as "new meat" on a dating site for the first
time, most internet daters move fast in order to avoid missing out. If you don't get to date a new member within a week or so, they will have been taken by someone else or they will
have found out how tough dating sites are and quit. You have about 11 days to make your case to a new member or they will be gone. If you are a guy, you are competing against
thousands of other guys all trying to sound richer, more fun, more together, more employed, sexier and more interesting than you. The early bird gets the worm and it is truly a
numbers game online. This is the harsh, but true reality of it...even more so in a post-Pandemic world…

* On Match.Com, the question: "HOW ARE YOU STILL SINGLE?" or "What's the catch?" or "You must have a secret wife"? implies that someone may not be "perfect". In fact:
Nobody is perfect. Every Silicon Valley CEO beat his wife, cheated on taxes and stocks, hires hookers and abused their workers. Their divorce court filings prove it. Even though they
had chiseled symmetrical facial features and drove an over-priced race car, they almost all turned out to be dirty when you scratched the surface. Outsiders are never allowed into
their club, so, hopefully, you won't get programmed to do those things. People's faults are usually the same as their abilities. Some people love them, some don't. Employers hire
them for those peculiarities. You'd have to hang out with the live version (not the internet facade) to see. There is no living human that does not have things about them you will not
like. Most people are programmed to have an extreme reaction if they hear a word like "drinking", "partying", "organized", etc. if their last break-up was with a person who had a
problem with one of those things. Oxytocin, and other brain chemicals, program non-rational trigger-reaction thinking into people over baggage from their bad break-ups. The smarter
you are, the easier it is for you to venture outside the social bubble you were conditioned to, previously, operate in. Doing things with another human takes work. ANYBODY can get
along with anybody if they just try. The internet makes people reject others, for no valid reason, just because it is a push-button machine operation. Humans are organic. The internet
is a heartless machine. You should only decide about people from in-person meetups. First time meetings over the internet cannot possibly ever work. You have to meet people, in-
person, in the real world. If a person online is not willing to meet in-person, then there is no legitimate reason for them to have a profile up unless they are a Russian troll or free-meal
hunter…

The Spies And Hired Character Assassins Of Match.com

Over 1000 profiles on Match.com, and it’s related sites, are spies that are there entirely to attack others! Since 2008, one San Francisco business man has recorded over 20 of these spy
girls recording him and reporting back to his competitor. He has placed a private investigation firm on long-term contract to hunt down and prosecute these spider-women who sell
entrapment services and operate under cover of Match.com’s guise.

In another case, a network of activists, aided by a British former spy, mounted a campaign during the Trump administration, using Match.com, to discredit perceived enemies of President
Donald Trump inside the government, according to documents and people involved in the operations.

The campaign included a planned sting operation against Trump’s national security adviser at the time, H.R. McMaster, and secret surveillance operations against FBI employees, aimed
at exposing anti-Trump sentiment in the bureau’s ranks.

The operations against the FBI, run by the conservative group Project Veritas, were conducted from a large home in the Georgetown section of Washington that rented for $10,000 per
month. Female undercover operatives arranged Match.com dates with the FBI employees with the aim of secretly recording them making disparaging comments about Trump.

The campaign shows the obsession that some of Trump’s allies had about a shadowy “deep state” trying to blunt his agenda — and the lengths that some were willing to go to try to purge
the government of those believed to be disloyal to the president.

Central to the effort, according to interviews, was Richard Seddon, a former undercover British spy who was recruited in 2016 by security contractor Erik Prince to train Project Veritas
operatives to infiltrate trade unions, Democratic congressional campaigns and other targets. He ran field operations for Project Veritas until mid-2018.

Last year, The New York Times reported that Seddon ran an expansive effort to gain access to the unions and campaigns and led a hiring effort that nearly tripled the number of the
group’s operatives, according to interviews and deposition testimony. He trained operatives at the Prince family ranch in Wyoming.

The efforts to target American officials show how a campaign once focused on exposing outside organizations slowly morphed into an operation to ferret out Trump’s perceived enemies
in the government’s ranks.

Whether any of Trump’s White House advisers had direct knowledge of the campaign is unclear, but one of the participants in the operation against McMaster, Barbara Ledeen, said she
was brought on by someone “with access to McMaster’s calendar.”

At the time, Ledeen was a staff member of the Senate Judiciary Committee, then led by Sen. Chuck Grassley, R-Iowa.

https://videosift.com/video/Narcissists-and-SOCIAL-MEDIA
https://www.mylabbox.com/how-much-does-an-hiv-test-cost/
https://www.mylabbox.com/test-for-syphilis/
https://www.mylabbox.com/chlamydia-101-the-facts/
https://www.mylabbox.com/clap-gonorrhea-symptoms-in-women/
https://www.psychologytoday.com/us/blog/beastly-behavior/201907/why-are-symmetrical-faces-so-attractive
https://www.kqed.org/pop/103228/why-do-so-many-male-hollywood-stars-look-the-same
https://psychcentral.com/news/2019/06/22/foodie-call-going-out-with-a-guy-just-for-a-free-meal/148058.html


This account is drawn from more than a dozen interviews with former Project Veritas employees and others familiar with the campaign, along with current and former government officials
and internal Project Veritas documents.

The scheme against McMaster, revealed in interviews and documents, was one of the most brazen operations of the campaign. It involved a plan to hire a woman armed with a hidden
camera to capture McMaster making inappropriate remarks that his opponents could use as leverage to get him ousted as national security adviser.

Although several Project Veritas operatives were involved in the plot, it is unclear whether the group directed it. The group, which is a nonprofit, has a history of conducting sting
operations on news organizations, Democratic politicians and advocacy groups.

The operation was ultimately abandoned in March 2018 when the conspirators ended up getting what they wanted, albeit by different means. The embattled McMaster resigned on March
22, a move that avoided a firing by the president who had soured on the three-star general.

Project Veritas did not respond to specific questions about the operations. On Thursday, James O’Keefe, the head of the group, said this article was “a smear piece.”

Neither Seddon nor Prince responded to requests for comment. McMaster declined to comment.

When confronted with details about her involvement in the McMaster operation, Ledeen insisted that she was merely a messenger. “I am not part of a plot,” she said.

Scheme Against McMaster

The operation against McMaster was hatched not long after an article appeared in BuzzFeed News about a private dinner in 2017. Exactly what happened during the dinner is in dispute,
but the article said that McMaster had disparaged Trump by calling him an “idiot” with the intelligence of a “kindergartner.”

That dinner, at an upscale restaurant in downtown Washington, was attended by McMaster and Safra Catz, the chief executive of Oracle, as well as two of their aides. Not long after, Catz
called Donald McGahn, then the White House counsel, to complain about McMaster’s behavior, according to two people familiar with the call.

White House officials investigated and could not substantiate her claims, people familiar with their inquiry said. Catz declined to comment, and there is no evidence that she played any
role in the plot against McMaster.

Soon after the BuzzFeed article, however, the scheme developed to try to entrap McMaster: Recruit a Match.com woman to stake out the same restaurant, Tosca, with a hidden camera.
According to the plan, whenever McMaster returned by himself, the woman would strike up a conversation with him and, over drinks, try to get him to make comments that could be used to
either force him to resign or get him fired.

Who initially ordered the operation is unclear. In an interview, Ledeen said “someone she trusted” contacted her to help with the plan. She said she could not remember who.

“Somebody who had his calendar conveyed to me that he goes to Tosca all the time,” she said of McMaster.

According to Ledeen, she passed the message to a man she believed to be a Project Veritas operative during a meeting at the University Club in Washington. Ledeen said she believed
the man provided her with a fake name.

By then, McMaster already had a raft of enemies among Trump loyalists, who viewed him as a “globalist” creature of the so-called deep state who was committed to policies they
vehemently opposed, like remaining committed to a nuclear deal with Iran and keeping American troops in Afghanistan.

The president often stoked the fire, railing against national security officials at the CIA, FBI, State Department and elsewhere who he was convinced were trying to undermine him. These
“unelected deep-state operatives who defy the voters to push their own secret agendas,” he said in 2018, “are truly a threat to democracy itself.”

Seddon recruited Tarah Price, who at one point was a Project Veritas operative, and offered to pay her thousands of dollars to participate in the operation, according to interviews and an
email written by a former boyfriend of Price and sent to Project Veritas Exposed, a group that tries to identify the group’s undercover operatives.

The May 2018 email, a copy of which was obtained by The Times, said that Price was “going to get paid $10,000 to go undercover and set up some big-name political figure in
Washington.” It was unclear who was funding the operation. Price’s former boyfriend was apparently unaware of the target of the operation, or that McMaster had been forced to step
down in March.

Two people identified the political figure as McMaster. Price did not respond to requests for comment.

Ledeen was a longtime staff member for the Judiciary Committee who had been part of past operations in support of Trump. In 2016, she was involved in a secret effort with Michael
Flynn — who went on to become Trump’s first national security adviser — to hunt down thousands of emails that had been deleted from Hillary Clinton’s private email server.

Barbara Ledeen is married to Michael Ledeen, who wrote the 2016 book “The Field of Fight” with Flynn. She said she retired from the Senate earlier this year.

After Flynn resigned under pressure as national security adviser, Trump gave the job to McMaster — inciting the ire of loyalists to Flynn.

Ledeen posted numerous negative articles about McMaster on her Facebook page. After The Times published its article about Prince’s work with Project Veritas, she wrote on
Facebook, “We owe a lot to Erik Prince.”

A Former Spy’s Role

Seddon first came to know Prince in the years after the Sept. 11, 2001, attacks, when he was stationed at the British Embassy in Washington and Prince’s company, Blackwater, was
winning large American government contracts for work in Afghanistan and Iraq. Former colleagues of Seddon said he nurtured a love of the American West, and of the country’s gun
culture.

He is married to a longtime State Department officer, Alice Seddon, who retired last year.

After Seddon joined Project Veritas, he set out to professionalize what was once a small operation with a limited budget. He hired former soldiers, a former FBI agent and a British former
commando.

Documents obtained by The Times show the extent that Seddon built espionage tactics into training for the group’s operatives — teaching them to use deception to secure information
from potential targets.

The early training for the operations took place at the Prince family ranch near Cody, Wyoming, and Seddon and his colleagues conducted hiring interviews inside an airport hangar at the
Cody airport known locally as the Prince hangar, according to interviews and documents. Prince is the brother of Betsy DeVos, who served as Trump’s education secretary.

During the interview process, candidates fielded questions meant to figure out their political leanings, including which famous people they might invite to a dinner party and which
publications they get their news from.

After finishing the exercises, the operatives were told to burn the training materials, according to a former Project Veritas employee.

Project Veritas also experienced a windfall during the Trump administration, with millions in donations from private donors and conservative foundations. In 2019, the group received a $1
million contribution made through the law firm Alston & Bird, according to a financial document obtained by The Times. The firm has declined to say on whose behalf the contribution was
made.

That same year, Project Veritas also received more than $4 million through DonorsTrust, a nonprofit used by conservative groups and individuals.

Targeting FBI Employees

Around the time McMaster resigned, Seddon pushed for Project Veritas to establish a base of operations in Washington and found a six-bedroom estate near the Georgetown University
campus, according to former Project Veritas employees. The house had a view of the Potomac River and was steps from the dark, narrow staircase made famous by the film “The
Exorcist.”

The group used a shell company to rent it, according to Project Veritas documents and interviews.



The plan was simple: Use undercover operatives to entrap FBI employees and other government officials who could be publicly exposed as opposing Trump.

The group has previously assigned Match.com female operatives to secretly record and discredit male targets — sometimes making first contact with them on dating apps. In 2017, a
Project Veritas operative also approached a Washington Post reporter with a false claim that a Senate candidate had impregnated her.

During the Trump administration, the FBI became an attractive target for the president’s allies. In late 2017, news reports revealed that a senior FBI counterintelligence agent and a lawyer
at the bureau who were working on the Russia investigation had exchanged text messages disparaging Trump.

The president’s supporters and allies in Congress said the texts were proof of bias at the FBI and that the sprawling Russia inquiry was just a plot by the “deep state” to derail the Trump
presidency.

Project Veritas operatives created fake profiles on Match.com dating apps to lure the FBI employees, according to two former Project Veritas employees and a screenshot of one of the
accounts. They arranged to meet and arrived with a hidden camera and microphone.

Women living at the house had Project Veritas code names, including “Brazil” and “Tiger,” according to three former Project Veritas employees with knowledge of the operations. People
living at the house were told not to receive mail using their real names. If they took an Uber home, the driver had to stop before they reached the house to ensure nobody saw where they
actually lived, one of the former Project Veritas employees said.

One woman living at the house, Anna Khait, was part of several operations against various targets, including a State Department employee. Project Veritas released a video of the
operation in 2018, saying it was the first installment in “an undercover video investigation series unmasking the deep state.”

In the video, O’Keefe said Project Veritas had been investigating the deep state for more than a year. He did not mention efforts to target the FBI.

O’Keefe has long defended his group’s methods. In his 2018 book, “American Pravda,” O’Keefe wrote that a “key distinction between the Project Veritas journalist and establishment
reporters” is that “while we use deception to gain access, we never deceive our audience.”

The Match.com spy scam was created by the Obama White House and used massively in the post 2008 time period but Erik Prince copied the process for the Trumps.

The Nightmare That Is The Match.Com Sick Dating Site Churn Mill

By The Stanford Center For Journalism Research Group

Nobody should ever use Match.com unless they want all of their texts and emails read by the Bumble college-age gossip-monger staff. If you want everything you do on Match.com sent to
political party bosses to try to manipulate your vote, Google data harvesters and leaked via hackers then you will love Match.com. If you think staffers who barely started having periods
have enough intellect and emotional maturity to control your dating life, then you must certainly use Match.com. Match.com will suck your credit card, Paypal account and bank account dry
but your genitals will stay just as dry because most of the profiles on Match.com are fake. Match.com face pictures are often generated with the NVIDIA GANS fake face software that
creates idyllic faces of people that do not exist. Match.com management is in it for cash-at-any-cost and you are just a cow in their digital abattoir. You are meat for them to process
through their emotional connection fakery machine. Match.com exists to separate you from your money with a promise of connection that can’t possibly happen over a computing
machine.

Be sure and share these notes with your friends. It could save their emotional life!

Match.com’s founder fakes up controversy to create web coverage of herself. Her past employers at her other dating company call her a “scammer” and a “mercenary” harvester of user
dating data.

The actual original founders of one huge dating site went online to reveal that all corporate online dating sites, are miserable failures and scams. That revelation has been proven in
court!

Most people that sign up for online dating with Match.com cancel it within a few weeks because of the technology disconnect, the fake profiles, the spying, the face harvesting and the
huge abuse of human emotional experience that they find on Match.com.

You think Match.com is “free”? You could not be more wrong. You pay the price with your soul, your privacy, your ideology and your human rights! The current owners of the Match.com
servers are the most sinister bastards in corporate data harvesting.

Match.com acquires massive numbers of fake profiles from nefarious sources and posts them in order to buffer up it’s lack of real, credible, humans on the site.

Match.com exists ENTIRELY to make money at the expense of your emotions. It is operated by computers, naive college interns and greed-driven zealots who care ENTIRELY ZERO
about you! Match.com is a bigger sucker-play than The Lottery or back alley crap shoots.

Match.com computers and bored staffers read all of your emails and text messages on Match.com. For example: If you say you “...like Trump” you are flagged. If you say you “...like
Obama”, you get extra cute matches. Your politics should not determine if you get laid or not! Nobody should be reading your communications, created when you are putting your heart on
the line!

Russian and Chinese state spy agencies scan every photo on Match.com every few minutes and use those photos to hunt down your Facebook, Linkedin, YouTube and other sites. They
have computers build a dossier on you, starting with your Match.com photos, so you can be black-mailed or influenced in the future. You can even back-track photos of users through
Yandex and hunt them down to their home address via Match.com...ugh!

Match.com has an army of shills who are live people that pretend to be looking-for-love on Match.com. In actuality, these fakes get fake to string you along to get you to keep renewing
your subscription.

YOU should demand that Congress, the FTC, The FCC and other agencies investigate and prosecute Match.com now!

------------------------



Be informed about the hell of Match.com’s online dating by
reading this huge compendium of actual user experiences.
Every online dater from Match.com seems to be looking for:
quid pro quo marriage, sex, free food, money, social revenge,
distraction, entertainment, narcissistic validation, arm-candy,
friends, a baby-daddies or related goals. See how others reach
these targets, for good or evil, by reading these notes from
Match.com users around the nation:

-- “FireEye, one of the largest cybersecurity companies in the
world has been hacked, likely by a government or a big
hacking club, and the ultimate arsenal of all of the CIA-class
hacking tools it uses for corporations , such as Match.com,
has been stolen. This means that any time you touch
Match.com, you could be opening your computer or phone to
releasing every contact, photo or ANYTHING on your
computer or phone to every weirdo on Earth. This means that
literally anybody can remotely turn on your microphone or
camera and watch/listen to you have sex, take a shower or
discuss your biggest secrets… this is widely disclosed in the
main-stream news. If you don’t already know this fact, you may
be too dumb to be online dating...”

-- “There are over 100 companies around the globe that scan
every single dating and social media site, especially
Match.com, every few minutes, for new profiles and harvest
the posted photos. Your photos are instantly compared, via AI
software and massive computer arrays, with every social
media site (ie: Facebook, Linkedin, Google, Instagram, etc.) to
reveal who you actually are and produce a digital dossier on
you (that will be available on you forever). If you are in a
lawsuit, or politics, that data will be used to harm and defame
you. If you have assets, that data will be used to hack your
bank accounts and medical records and blackmail you. By

now, any educated person should already know this, as it is widely covered in the news. Anyone who pooh-poohs this is most likely a hacker using a fake dating or Linkedin profile.
There are millions of fake dating and Facebook profiles operated by Russian and Chinese spies and data harvesters.”

– “Many fakers on Match.com use exaggerated fake gestures and facial expressions. These online facial tricks are used by internet dating 'influencers' to catch the public eye but
they are totally fake and contrived. Dating "Influencer" culture skewered in Gia Coppola film at Venice ...

– “In order to get more money (ie: "clicks") Dixie D'Amelio, and every other kid web narcissist, posts pictures and video clips of themselves engaing in 1950's Madison Avenue-type
facial extremes and gestures. In "Exaggerating Facial Expressions: A Way to Intensify Emotion or a Way to the Uncanny Valley?" Meeri Mäkäräinen, Jari Kätsyri & Tapio Takala (
via Cognitive Computation volume 6, pages708–721(2014) show how media deployment of fake expressions can ruin society, kids in particular. They said "...Exaggeration of facial
expressions is used in animation and robotics to intensify emotions. However, modifying a human-like face can lead to an unsettling outcome. This phenomenon is known as
uncanny valley. The goal of this study was to identify the realism level and magnitude of facial expression that produce the maximum amount of emotional intensity and the
minimum amount of perceived strangeness. We studied the perceived intensity of emotion and perceived strangeness of faces with varying levels of realism (from schematic to
photorealistic) and magnitude of facial expressions (from neutral to extremely exaggerated). We found that less realistic faces required more exaggeration to reach the emotional
intensity of a real human face. While there is a range of emotional intensity that can be expressed by real human faces (from neutral to full intensity), we found that the same range of
emotional intensity could be expressed by artificial faces when exaggeration was used. However, attempts to express emotional intensities outside this range using exaggeration led
to strange-looking faces at all levels of realism." Their study began to open the doors of "fake facing" which is creating divisiveness in society by created popular kids and distance
unpopular kids without the desire or facial muscles to copy them.

A kid "Influencer" named Cadena is now dead too. His passing is the latest in a string of young social media star deaths, following 19-year-old Landon Clifford, star of YouTube’s
“Cam & Fam,” who hanged himself in August after struggling with depression and drug addiction for years. Mommy vlogger Nicole Thea, 24, who was pregnant, died of a “massive
heart attack” in July. Siya Kakkar, 16, a viral sensation with more than 2 million followers on TikTok, died by suicide in June.

So while cute little Dixie, and her peers, may not be Satan's children, they are creating great harm in the world. Here is how:

In their study; "Felt, false, and miserable smiles" Paul Ekman & Wallace V. Friesen (Journal of Nonverbal Behavior volume 6, pages238–252(1982)" describe how theoretically
based distinctions linked to measurable differences in appearance are described for three smiles: felt smiles (spontaneous expressions of positive emotion); false smiles (deliberate
attempts to appear as if positive emotion is felt when it isn't); and, miserable smiles (acknowledgments of feeling miserable but not intending to do much about it). Preliminary
evidence supports some of the hypotheses about how these three kinds of smile differ.

The internet "influencers" all maintain deliberate attempts to appear as if positive emotion is felt when it isn't. They must all appear happy and excited, all the time, in order to
create clicks and draw other kids into their false reality. This is why so many of them end up committing suicide.

Does Dixie know that is driving herself and other kids to suicide? No, she is just a little girl. Do her parents and marketing managers know? They Should!

Instabrats are cute and adorable and live, apparently, perfect lives. Behind-the-scenes the Kardashians, The Paris Hilton's, The Stevie Ryan's are almost all insane, damaged, co-
dependent fakers who are enabled by uncaring, greedy parents and marketing companies. They are selling you absolute bull-shit fairyland facades disguised as their normal lives.

Google and Youtube's Larry Page, Sergy Brin, Eric Schmidt, Anne E. Wojcicki, Yasmin Green and the rest are hateful sick people who know how much their media damages kids but
they do it anyway because private jets and sex parties are EXPENSIVE! They encourage this behavior for profit.

In college you watched the popular kids always clustered around each other Fake-Facing their conversations with nearly manic, over-interested, wide-eyed facial expressions and
gesticulations as if they other person's comment about Cindy's new eyebrow pencil were as big a deal as the arrival of an army of magic unicorns. Nothing they said to each other was
as interesting as they expressed with their faces. They had learned that "being popular" means that you have to look like you are having more fun than normal people and that your
life is more exciting than that of others.

By minimizing the lives of others you lift yourself up in your eyes. You also drive every other kid crazy. 

There are millions of expose's about internet "Stars" who were later outed as fakes. Their expensive sports cars and piles of money were rented for the photo shoot. Their smiles,
exaggerated facial expressions and web lives are FAKE, FAKE, FAKE!

Black Lives Matter riots have a large basis in poor little Dixie D'Ameli. Inner city people will never have a big cool life like Dixie, the internet tells them. The influencers are so happy
and rich and have none of their problems...

So kids see all this facade and kill themselves. Inner City people see all this facade and burn down cities. Influencer's tell kids and the disadvantaged: "Here is all this stuff you will
never have". The notorious Fyre Festival was an amazing example of all these fakers suckering all of these suckers to a facade that clearly exposed itself for what these people are!

It is Anne E. Wojcicki's fault. It is the fault of Match.com, YouTube and Google pushing their woke, data-harvested crap on society.

More User Comments About Match.Com, OK Cupid And Their Dating Factory Cartel
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This is the “advice” that Match.com markets to users and that Match.com users post on the web. Do you agree with these concepts of social control?:

“Be very careful on Match.com dating sites. I have read the newspaper articles and am being cautious. I have encountered a veritable army of Nigerian scammers, privacy data
thieves, Russian spammers and spies on the dating site. On top of that there are tens of thousands of newspaper articles warning about this. Additionally, nothing that you engage in
with a stranger you are considering for possible intimacy will be valid over a computer, phone or text device. It isn't being paranoid if it is based on actual experience and vast
documentation by the rest of America. 60 MINUTES just did a feature segment on how data thieves can get all your stuff with just your full name and a picture they can run through
image-comparison software. They do it all day long.”

“ You just joined Match.com’s dating sites. You message some attractive ladies right near you. You get some responses. Alas, you don't realize that those "hot ladies", now
messaging with you, are actually all a guy with a goatee, named Wu Lee, in the Philippines. While you see lots of talk about these dating services, "not allowing fake profiles", they
are, in fact, the ones who hire the "shill Farms" to supply them with the fake date experiences. They only use them for guys because women always get flooded with actual guys
contacting them. Many of the pictures are from the ex-websites of dead Russian hookers. The first red flags:

- Your date is out "of the area for a few weeks", or longer, on a trip or some big project so that a real person doesn't actually have to show up.

- They have some other excuse to not meet you for a few weeks. The psychology is that no guy will wait that long and move on to the next candidate. Alas, the next candidate , and the
next, and the next, is, more often than not, that same guy Wu Lee. If you are savvy enough to track them in your calender and follow-up a few days after they are supposed to "return to
town", they will tell you that they just happened to have met someone on their trip.

- They won't talk on the phone. While talking to a person on a dating site is very comforting, the Shill Farms have escalation Teams that route phone call requests to sex phone
operators, with your local accent, who do double duty as fake phone dates and fake sex call takers. Even if you talk on the phone, it still is not guaranteed that you don't have a shill.

- The shill starts asking you very specific detailed personal data about yourself. In real world dating, nobody asks that kind of stuff before their first date. You look at each other, decide
if you both look OK and off you go to the movies or dinner that Saturday. The reason the shills want detailed data on you is that the Shill Farm bosses make money from both
providing fake profiles AND harvesting your private data for data harvesting banks. 

- They try to keep you on the site for as long as possible. The Shill Farmer has a third way of making money off of you. It is called "Spoofing". The more volumes of people the dating
site can show for their subscriptions and advertisers, the more money they can make.

- They won't meet. For most people, the purpose of a dating site is to meet someone you can hug, squeeze, kiss and go do things with. It should seem odd to you, if your potential
date won't meet in person ASAP. If they were real, you would think they would want to see how both of you are, in-person, before wasting time. Here are some key terms and types to
watch out for: “Shill”- A person pretending to be someone else, or another gender, in order to suck you in to some scheme to get your money or your data; Shill Farm - A large
building, apartment complex, warehouse or other building where large numbers of shills are base; “Shill Farmer” - The owner of the Shill Farm. Often Russian mobsters, Asian gangs
or Nigerian cartels; “Dating Harvester” - Match.com, Plenty of Fish, OK Cupid and similar automated conglomerate-owned dating services that are in the business for far different
reasons than you might think; “Trolling” - Working the pretext to try to get the victim/target guy sucked into the scheme. Using different scenarios and talking scripts to get the target to
loosen their guard; “Cat Fishing” - Men pretending to be women; “Spoofing” - creating fake user volume numbers in order to help dating sites trick advertisers into paying more...”

“Nothing you do in email, text or phone will count, once you meet in-person. It will all go out the window (ie: as sad as it sounds, pre-communication
is a waste-of-time in online dating, because people decide on attraction in the first few minutes of the live meeting). “

"On Match.com and OK Cupid, All of the men are looking for sex and all of the women are looking for free dinners"

“I remember when I first started using online dating apps around 2012/2013, before these companies decided to go completely full exploitation
and profiteering mode on us. It was a completely different world. I always had like 10 different matches to have ongoing conversations with, and
could score a date or two every week, very easily. Now it’s more difficult. Long story short, men need to boycott these online dating
apps/companies. The bullshit that they’re doing is unacceptable. Their acceptance of bots, spam, scammers, exploitation of men, and expecting
us to pay for the nonsense is disgusting. You don’t even want to leave notifications on because they no longer pertain to when you get a message. I

was considering a lifetime purchase for Bumble, but learned that it’s the easiest way to get a shadowban. Absolutely inexcusable, unethical business practices like this need to be
brought to light and highlighted for all to see. Oh, and this is also bad for women in the long run. These apps do nothing for women who actually do want relationships. These apps are
designed to sexualize women to keep them coming back. We must all boycott these unethical businesses.”

"Do not send more than a few emails or talk on the phone more than 45 minutes without meeting in person. The human mind will always create a bigger-than-life image of who you
think you are talking to and it will be impossible for the other person to live up to that. You will set yourself up for disappointment and your experience here will always be unproductive.
The longer you wait, the more likely you are to be disappointed because the vision and the real-world don't match."

“The grass is greener mentality, it's always in the background for a while it seems. It affects grounded and emotionally mature people at some point on their OLD journey, as the
options can be overwhelming.

A lot of people are fresh out of relationships, and didn't realise how attractive they are, or how they became over the course of a stale relationship.

As they date, it starts to dawn on them. So they want better and better, regardless of how you matched up vs the rest. So they start to stall, when the novelty of someone new, equally or
even just fractionally more attractive shows interest...It becomes an ongoing search for someone marginally "better" until the novelty wears off...

Then months later. "Hi. Sorry I wasn't in the right head space back then.... So how are you? Xx", from a deleted number.”

“Online dating has been a revolving door of temporary people for me. The longest I was able to date someone was a whopping 4 dates before she called it quits (1.5 months). I
HEAVILY get the impression that people have very unrealistic expectations when it comes to dating. It's like they want an orgasmic spark on the first date, followed by consistent
magic shows for the following dates. It's really hard to get to know someone from a dating app. I do think if you're a super hott guy, you can have fun getting a lot of hookups though,
but if you're searching for a romantic relationship as an 'average dude,' it's truly a struggle puddle. I tend to get cycled out pretty quickly even if we got along well.”

“...a change that jumps out at me is that a substantial percentage of the women posting photos sticking their tongues out. No one looks smarter, funnier, sexier (or anything else one
would be looking for in a mate) with their tongues hanging out the side of their mouths. What cultural shift happened that made some women think this is in some way attractive (and I
know attractiveness is incredibly subjective, true, but going from "this looks really stupid" to "this will get me more dates" in the span of a decade is a long way to travel, culturally). It
just makes me think, "This woman is either too young for me, or she is mentally ill". Either way, it's disqualifying.”

“my experience when meeting women on-line:
- they are still attached/trauma bonded to their ex..

- "I don't know what i want but will know when i see it"

- hidden mental health issues

- hidden addiction issues

- suppressed rage..

- misrepresenting themselves ( catfishing but video chats help )

- getting very attached too quickly...

- not being authentic..”

"The Match.com Internet dating process can be heartbreaking.. You will meet tons of beautiful, sexy, sharp people that you would, at first blush, be able to visualize yourself being
boy/girl-friended with, or married to. This can be very painful, though, if you have had great email and phone calls and both decided you really like each other. But the ones you like



may tell you, right on the spot, that they are not attracted to you and the ones that want you strongly, you may not be attracted to. Prepare yourself and try to have no expectations, but
don't deny that "chemistry" makes up to 25% of the first encounter and if there is no chemistry, it usually seems to fritter away rapidly"

"Most of the internet people will select one of the first few people they meet because they get overloaded after more people contact them. Most people, women more than men, get 30
to 200 responses and just get burned out after the first dozen meetings. The first people one meets tend to stick out in that persons mind more because the others start blending
together in the density of increasing contacts, emails, phones calls and meetings. If you don't meet soon you will often be buried in the confusion that follows as the increasing
volume of email contacts builds up. Most of relationships on match turn out to be with one of the first few people one meets according to the survey. If people are trying to meet
quickly, they are probably trying to get in to your "emotional window" before it closes."

" Many of the people on Match.com are just dabblers, or looky-loo's who never intend to meet anybody in person, some of them are even marketing people for the dating service
acting as "shills". Ask them to meet soon to see if they are sincere."

"Match.com People who object to long initial letters or emails are really not interested in knowing anything about the people they are contacting. They are often just looking for flings
and distractions. If the people can't deal with alot of information about you then they may not be interested in a long term relationship(LTR) and could just be using the dating system
for personal validation and not for creating a relationship"

"Women tend to get 10 responses for every one response men get on Match because so many female profiles are fake."

"Most people go in with the best of intentions...thinking that a great mind/intellect connection will make-up for any lacks in "chemistry"..but it has never turned out to be like
that...everybody seems to, ultimately, let chemistry rule. Looks are not the whole driver but they are always a non-insignificant criteria."

"Bad breath can totally kill a date. How many losers have I been out with that would have been OK except their breath made me ill. Take 4-5 "Breath Assure" tablets at least 30
minutes before the date and eat an Altoid or some mint a few minutes before the date. Eat a little something before the date because an empty stomach can cause bad breath. Brush
your teeth. See your dentist and have your teeth professionally cleaned."

"IF you are cute and you try to get off of the internet service they may not take you off very quickly because you are attracting eyeballs or customers for them, you can get many free
months from the service if you work it right."

"Don't do internet dating unless you are prepared to meet people and you have from 6-10PM Free every night, 30-90 minutes a day to read and respond to emails and at least half
your weekend free to meet a few people. I will not work for most people unless they make a commitment to the process, feel that getting a special person is the most important priority
in their lives (Over work, money, material things, etc.)and really treat the effort like a job. Most people are completely surprised by how much work is involved in this kind of dating.
Many people select one of the first few people they meet just to avoid the time-drain. But, when you meet the person that you want to be with, it makes it all worth it ten times over."

"When you first notice something you don't like about the person, don't run away or write them off, you must remember that you are operating in a hyper-accelerated dating
environment (Where else would you meet 20 guys in 60 days?), in the "normal world" you would be looking for all these checklist items or first a validating red-flag to write them off as
a stalker/creep like you do here. The density of people can be daunting but don't let it make you too clinical in your approach."

"Most dating systems forward from an anonymous email to your personal email. Be sure and set your email system up so your emails pop up on your work desktop or on your home
system to avoid coming home at night and finding a plethora of responses and replies that you don't have time to give proper attention to. That is unfair to you and to the people that
are interested."

"I now want to meet as soon as possible because the "rejection intensity" seems to be less painful for both people if you have not gotten emotionally involved with lots of phone calls
and emails beforehand. So it is important to meet as soon as possible to reduce the pain factor of the potential turndown. Of course, if both of you happen to be attracted, then you are
done and you get a boyfriend or girlfriend."

"Don't ask a person if they like you on the date. It puts them on the spot and is too harsh to hear live and in person if they do not."

"The marketing people at each of the bigger dating services will tell you that the demographics for the service are high-income, well educated, aggressive, driven business people.
This can be both good and bad. The women tend to be more sexually aggressive and the guys tend to be busier".

"Men lie more than women but they both lie. Men lie because they had bad upbringings, or they are insecure or they are afraid. Men only lie about one thing so it is actually a
misnomer to say men lie. It is better to say "Men are Polyamory addicted". Men don't think they are doing anything wrong unless there has been a very loud and official wedding or
girlfriend/boyfriend-stage in the relationship announcement. Men never think they are lying..they really don't, they just think that the relationship isn't happening. Men think that
women are too slow and careful and always shopping for the right man so they always think women are not going to stick around and they always keep their options open until a
women clearly commits. Women think that men move too fast so they wait for a slow one, but they rarely come. Both genders are wired different so it never really works out until one or
the other lets their defenses down."

"Don't attack people who ask you for a picture and do have a picture ready to go. Having a digital picture ready to go is considered to be the number one "rule" of the web. Don't go
online to date unless you already have one on your hard drive or you will just be creating a terribly frustrating experience for people you contact and most of them will be upset that
you don't have a picture. The only difference in meeting people on the web or in person is that you have no visual context. Most people make their primary assessment based on
appearance, even if they deny that they do, it is a natural human process to seek visual confirmation. On the same note, don't judge a book by its cover. Many "pretty" people who
seek only "pretty" people often find shallowness and vanity and no substance for that very relationship they seek...try a normal looking person, you will usually be surprised."

"There are no weirdos and no normal people on the internet. There aren't people at all, Just words and text. You have to realize it is a digital environment and employ it as an
initiation place and then follow-up in the real-world. The unique thing about open network communication is that it has no established social order or boundaries so people are
naturally supported in their theatrical creation. The difficult aspect of this is that there is nobody to reference you as you microscopically grow bigger or into other tangents of a
character without even noticing it. So; people tend to be more flexible with the facts or narrative because they feel like they are co-writing a novel with some

one in real time."

"Match.com proves that girls and guys can never be "just Friends. (Harry met Sally) if neither is physically attracted to the other. If one is and the other isn't it will almost never work. In
the case of one person being attracted but wanted to be friends, many of those people will either be in denial or embarrassed to acknowledge their attraction."

"Realize that time doesn't exist on the internet. What is a timely response or an appropriate development of social expectations will be too slow or too fast to the other person. Most
internet socializing tends to move at "warp speed"...because it can."

"Whether you're searching for romance in cyberspace or at a Speed-Dating event, the rules can be complicated and downright frustrating. Following are a few that real singles have
used to navigate this brave new world of dating: 

- Rule No. 1: Asking a woman out for a Saturday night date is a big deal. 

If you ask some women out for a Monday or even a Thursday evening, beware. You could have the phone receiver slammed in your ear. "A woman takes it very seriously when she is
not asked out on a Saturday night," said Dawn Sidney, who met her husband at a Chicago Jewish federation event. "She has a different attitude. She thinks the guy doesn't think
she's special." 

- Rule No. 2: Fools shouldn't rush in. 

To Shawna Gooze, a human resources assistant, it doesn't matter what day of the week a guy wants to see her. What happens after the date is more important. "I went out with a very
good-looking, nice guy I met at a bar, but he started e-mailing me so much after the first date, it was a turn-off," she said. "In the beginning, it's better not to rush a relationship or come
on too strong." 

- Rule No. 3: When you move an online romance offline, go public. 

When trying to find a date in cyberspace, a set of unwritten rules applies, and some online daters simply make the rules up as they go along, according to Leslie Zimmer, who works
for a Chicago-area synagogue and has tried several Jewish online dating services. 



Zimmer, whose online dating odyssey has most been both frustrating and humorous, followed two main rules. First, she didn't disclose personal information such as home address,
telephone number or work location. Second, she met an online date at a public place such as a coffee shop or restaurant. She also chose to have a few "phone dates" with an online
dater before meeting him in person. 

Hoping to attract a Jewish John Travolta, she began her personal ad with, "Shall we dance?" One guy responded with a cute, clever message that discussed their common interest in
dancing. For their first date, they agreed to meet at local nightclub to show off some fancy footwork. 

"There was definitely a chemistry," she said. "We spent three hours dancing, talking and laughing. "After we danced, he just said, 'Good night.' I was dumbfounded. I happen to have a
lot of moxie, so I e-mailed him. He e-mailed back that he just didn't feel any chemistry. I thought, when he finds someone with chemistry, it must be like an explosion!" 

- Rule No. 4: If you're a woman seeking cyber-romance, don't be afraid to initiate the first cyber-contact. 

The anonymity of online dating makes it easier to sever a bad connection, said Michael Slater, 25, a regional sales manager for a Chicago-based corporate relocation company. In
other ways, it's leveled the playing field by making it acceptable for a woman to initiate cyber-contact. "I know from several friends using Jdate.com that women are e-mailing guys and
asking them out," he said. 

- Rule No. 5: Seek advice from a trusted friend if you're stuck in the dating doldrums. 

While it's clear the Internet has changed the rules of dating, some things never change. Singles still seek advice and support from friends and family, said Slater, who is currently
attached. 

"Sometimes a friend will ask me what I think of a woman's profile, and I'll say, 'You're not going to know unless you try.' They just need an extra boost to click that 'send' button," he
said. 

"I don't want to be known as a yenta [matchmaker], but I just give my friends a push in the right direction. They've done the same for me." 

- Rule No. 6: Unfortunately, there are no hard-and-fast formulas that guarantee romantic success, except maybe: Love like you've never been hurt before, and be yourself"

"1.) Never give out more than your first name over the Internet. Never tell anyone your address.

2.) It is fairly safe to exchange phone numbers although you should remember that your phone number can be used to find you. You can tell a lot about a person from their voice. If a
person gives you their work telephone number instead of their home telephone number, they are probably already involved.

3.) If you have found someone you would like to meet, always arrange to meet in a public place such as a bookstore or coffee shop.

4.) Unless, someone looks frightening, always acknowledge the person you came to meet and have coffee or whatever. Never leave just because you don't like a person's
appearance. It just isn't nice to leave someone waiting and wondering!

5.) Be honest. If you are not interested thank the person for meeting you and tell them in a nice way that you don't feel you have as much in common as you had hoped. A kind up
front rejection is easier on you both.

6.) Always ask to see the persons drivers license. If they hesitate or don't give you their identification, they have their reason's. Get rid of them FAST! And, don't let them follow you
home!

7.) Call home or a friend and tell them the person's name, address and license number which is on their license.

8.) A man has every right to request to see a woman's drivers license as well. There are a few dingy women in this world.

9.) If a woman fails to ask for your ID don't date her. Find another one because the one who didn't ask will show bad judgement in other aspects of life as well!

10.) In sexual matters follow the dictates of the religion of your preference. You will always be glad you did.

11.) Should you decide to become physically involved, never do so until you know the person well. 

12.) You do not know a person well until you have seen them in their normal environment and have met their friends. Practice safe sex!

13.) If a person seems to have no friends or associations be very suspicious. A person will rarely abuse someone known to their friends. There is a social price to pay.

14.) Always trust your instincts. If you are uneasy about someone there is probably a good reason.

15.) Remember, that all you owe anyone on the first meeting, is courtesy for a very short period of time. You have a lot to gain and very little to lose by meeting new people as long as
you use common sense!"

Your Senators and public officials own the insider companies that they give government money, tax breaks, exclusive government contracts and other perks to. They
make government decisions based on influence peddling, revolving door jobs and stock market quid pro quo from those insider companies. Google, Twitter, Tesla,
Facebook, Linkedin, Netflix and the tech Cartel are all of the same guys, in the same Northern California counties, with the same little group of dirty bankers, CPA's,
lobbyists, hookers, rent-boys and payola deals with Senators. It is an organized crime Cartel using our government like a civil garage sale of greed and corruption. They
sabotage outsiders and those who compete with their company investments. They order the government agencies, who are supposed to prosecute them, to 'take-no-
action'. They are political mobsters.

We are sick of the dirty corporations, Silicon Valley Oligarchs And OUR OWN Senators engaging in these
crimes using OUR tax dollars and Silicon Valley facades to engage in:

- Trillions Of Dollars Of Influence Peddling Between Famous Politicians And Secret Corporate And Family Accounts...
- Money Laundering...
- Sex Trafficking, Hookers And 'Executive Sex Clubs'...
- Killing Teens By Hiding Teen Suicides And Mental Health Issues Caused By T-Mobile Social Media
- Family Alcoholism...
- Political Bribery Using PACS and Dark Money Cash Relays...
- Stock Market Manipulations For Their Own Insider Trading...
- Infidelities And Spousal Abuse As Shown In Their Court Records...
- Organized Media Censorship By Silicon Valley...
- Misogyny And Sex Extortion Of Workers...
- Fake Tax Exempt 'Charities' That Exist Only For Political Money Laundering...
- Forcing "ISSUES" On Us That They Covertly Own The Companies Of...
- Dynastic Family Manipulations of Public Policy...
- Buying Stocks In Dept Of Energy Funded Projects That Are Then Pumped-And-Dumped For Unjust Wind-Fall Profits...
- Election Rigging Using Google, Facebook, YouTube And Their Media Cartel...
- Search Engine Bias And Shadow Banning Of Competitors And Reporters...



- Big Tech Monopolies Information Manipulation...
- Recession Causing Market Anti-Trust Law Violations...
- Corporate Hiring Racism...
- Brotopia Frat Boy Rape Culture In Their Companies And Offices...
- Secret Offshore Shell Corporations To Hide Money...
- Venture Capital Funding Black-Lists...
- Collusion Between Sand Hill Road, Palo Alto VC's On Finance Black-Lists, Valuation Prices And Monopolies...
- Patent Thefts And Attacks On Small Inventors...
- Political Payola Using Stealth Real Estate, Fine Art And Jewelry Holdings...
- Graft Via Bribes With Event Tickets, Dinners, Tax Waivers, Vacations, Pretend Speaking Contracts, etc....
- Corrupt Lobbyists Who Hire Fusion GPS, Gawker, Black Cube, Google And Other 'media kill services'...
- Their Use of Our Democracy As Their Play-Thing...

WE EXPOSED THEM ALL USING ONE SIMPLE WEAPON: THE TRUTH!

It’s over. Facebook is in decline, Twitter in chaos. Mark Zuckerberg’s empire has lost hundreds of billions of dollars in value and laid off 11,000 people, with its ad business in peril and its
metaverse fantasy in irons. Elon Musk’s takeover of Twitter has caused advertisers to pull spending and power users to shun the platform (or at least to tweet a lot about doing so). It’s
never felt more plausible that the age of social media might end—and soon.

Now that we’ve washed up on this unexpected shore, we can look back at the shipwreck that left us here with fresh eyes. Perhaps we can find some relief: Social media was never a
natural way to work, play, and socialize, though it did become second nature. The practice evolved via a weird mutation, one so subtle that it was difficult to spot happening in the moment.

The shift began 20 years ago or so, when networked computers became sufficiently ubiquitous that people began using them to build and manage relationships. Social networking had its
problems—collecting friends instead of, well, being friendly with them, for example—but they were modest compared with what followed. Slowly and without fanfare, around the end of the
aughts, social media took its place. The change was almost invisible, but it had enormous consequences. Instead of facilitating the modest use of existing connections—largely for offline
life (to organize a birthday party, say)—social software turned those connections into a latent broadcast channel. All at once, billions of people saw themselves as celebrities, pundits, and
tastemakers.

A global broadcast network where anyone can say anything to anyone else as often as possible, and where such people have come to think they deserve such a capacity, or even that
withholding it amounts to censorship or suppression—that’s just a terrible idea from the outset. And it’s a terrible idea that is entirely and completely bound up with the concept of social
media itself: systems erected and used exclusively to deliver an endless stream of content.

But now, perhaps, it can also end. The possible downfall of Facebook and Twitter (and others) is an opportunity—not to shift to some equivalent platform, but to embrace their ruination,
something previously unthinkable.

A long time ago, many social networks walked the Earth. Six Degrees launched in 1997, named after a Pulitzer-nominated play based on a psychological experiment. It shut down soon
after the dot-com crash of 2000—the world wasn’t ready yet. Friendster arose from its ashes in 2002, followed by MySpace and LinkedIn the next year, then Hi5 and Facebook in 2004,
the latter for students at select colleges and universities. That year also saw the arrival of Orkut, made and operated by Google. Bebo launched in 2005; eventually both AOL and Amazon
would own it. Google Buzz and Google+ were born and then killed. You’ve probably never heard of some of these, but before Facebook was everywhere, many of these services were
immensely popular.

Content-sharing sites also acted as de facto social networks, allowing people to see material posted mostly by people they knew or knew of, rather than from across the entire world.
Flickr, the photo-sharing site, was one; YouTube—once seen as Flickr for video—was another. Blogs (and bloglike services, such as Tumblr) raced alongside them, hosting “musings”
seen by few and engaged by fewer. In 2008, the Dutch media theorist Geert Lovink published a book about blogs and social networks whose title summarized their average reach: Zero
Comments.

[Read: A day without Facebook]

Today, people refer to all of these services and more as “social media,” a name so familiar that it has ceased to bear meaning. But two decades ago, that term didn’t exist. Many of these
sites framed themselves as a part of a “web 2.0” revolution in “user-generated content,” offering easy-to-use, easily adopted tools on websites and then mobile apps. They were built for
creating and sharing “content,” a term that had previously meant “satisfied” when pronounced differently. But at the time, and for years, these offerings were framed as social networks or,
more often, social-network services. So many SNSes proliferated, a joke acronym arose: YASN, or “yet another social network.” These things were everywhere, like dandelions in
springtime.

As the original name suggested, social networking involved connecting, not publishing. By connecting your personal network of trusted contacts (or “strong ties,” as sociologists call them)
to others’ such networks (via “weak ties”), you could surface a larger network of the trusted contacts of trusted contacts. LinkedIn promised to make job searching and business
networking possible by traversing the connections of your connections. Friendster did so for personal relationships, Facebook for college mates, and so on. The whole idea of social
networks was networking: building or deepening relationships, mostly with people you knew. How and why that deepening happened was largely left to the users to decide.

That changed when social networking became social media around 2009, between the introduction of the smartphone and the launch of Instagram. Instead of connection—forging latent
ties to people and organizations we would mostly ignore—social media offered platforms through which people could publish content as widely as possible, well beyond their networks of
immediate contacts. Social media turned you, me, and everyone into broadcasters (if aspirational ones). The results have been disastrous but also highly pleasurable, not to mention
massively profitable—a catastrophic combination.

The terms social network and social media are used interchangeably now, but they shouldn’t be. A social network is an idle, inactive system—a Rolodex of contacts, a notebook of sales
targets, a yearbook of possible soul mates. But social media is active—hyperactive, really—spewing material across those networks instead of leaving them alone until needed.

A 2003 paper published in Enterprise Information Systems made an early case that drives the point home. The authors propose social media as a system in which users participate in
“information exchange.” The network, which had previously been used to establish and maintain relationships, becomes reinterpreted as a channel through which to broadcast.

This was a novel concept. When News Corp, a media company, bought MySpace in 2005, The New York Times called the website a “a youth-oriented music and ‘social networking’
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site”—complete with scare quotes. The site’s primary content, music, was seen as separate from its social-networking functions. Even Zuckerberg’s vision for Facebook, to “connect
every person in the world,” implied a networking function, not media distribution.

The toxicity of social media makes it easy to forget how truly magical this innovation felt when it was new. From 2004 to 2009, you could join Facebook and everyone you’d ever known—
including people you’d definitely lost track of—was right there, ready to connect or reconnect. The posts and photos I saw characterized my friends’ changing lives, not the conspiracy
theories that their unhinged friends had shared with them. LinkedIn did the same thing with business contacts, making referrals, dealmaking, and job hunting much easier than they had
been previously. I started a game studio in 2003, when LinkedIn was brand new, and I inked our first deal by working connections there.

[Read: What if Rumble is the future of the social web?]

Twitter, which launched in 2006, was probably the first true social-media site, even if nobody called it that at the time. Instead of focusing on connecting people, the site amounted to a
giant, asynchronous chat room for the world. Twitter was for talking to everyone—which is perhaps one of the reasons journalists have flocked to it. Sure, a blog could technically be read
by anybody with a web browser, but in practice finding that readership was hard. That’s why blogs operated first as social networks, through mechanisms such as blogrolls and linkbacks.
But on Twitter, anything anybody posted could be seen instantly by anyone else. And furthermore, unlike posts on blogs or images on Flickr or videos on YouTube, tweets were short and
low-effort, making it easy to post many of them a week or even a day.

The notion of a global “town square,” as Elon Musk has put it, emerges from all of these factors. On Twitter, you can instantly learn about a tsunami in Tōhoku or an omakase in Topeka.
This is also why journalists became so dependent on Twitter: It’s a constant stream of sources, events, and reactions—a reporting automat, not to mention an outbound vector for media
tastemakers to make tastes.

When we look back at this moment, social media had already arrived in spirit if not by name. RSS readers offered a feed of blog posts to catch up on, complete with unread counts.
MySpace fused music and chatter; YouTube did it with video (“Broadcast Yourself”). In 2005, at an industry conference, I remember overhearing an attendee say, “I’m so behind on my
Flickr!” What does that even mean? I recall wondering. But now the answer is obvious: creating and consuming content for any reason, or no reason. Social media was overtaking social
networking.

Instagram, launched in 2010, might have built the bridge between the social-network era and the age of social media. It relied on the connections among users as a mechanism to
distribute content as a primary activity. But soon enough, all social networks became social media first and foremost. When groups, pages, and the News Feed launched, Facebook
began encouraging users to share content published by others in order to increase engagement on the service, rather than to provide updates to friends. LinkedIn launched a program to
publish content across the platform, too. Twitter, already principally a publishing platform, added a dedicated “retweet” feature, making it far easier to spread content virally across user
networks.

Other services arrived or evolved in this vein, among them Reddit, Snapchat, and WhatsApp, all far more popular than Twitter. Social networks, once latent routes for possible contact,
became superhighways of constant content. In their latest phase, their social-networking aspects have been pushed deep into the background. Although you can connect the app to your
contacts and follow specific users, on TikTok, you are more likely to simply plug into a continuous flow of video content that has oozed to the surface via algorithm. You still have to connect
with other users to use some of these services’ features. But connection as a primary purpose has declined. Think of the change like this: In the social-networking era, the connections
were essential, driving both content creation and consumption. But the social-media era seeks the thinnest, most soluble connections possible, just enough to allow the content to flow.

Social networks’ evolution into social media brought both opportunity and calamity. Facebook and all the rest enjoyed a massive rise in engagement and the associated data-driven
advertising profits that the attention-driven content economy created. The same phenomenon also created the influencer economy, in which individual social-media users became
valuable as channels for distributing marketing messages or product sponsorships by means of their posts’ real or imagined reach. Ordinary folk could now make some money or even a
lucrative living “creating content” online. The platforms sold them on that promise, creating official programs and mechanisms to facilitate it. In turn, “influencer” became an aspirational
role, especially for young people for whom Instagram fame seemed more achievable than traditional celebrity—or perhaps employment of any kind.

The ensuing disaster was multipart. For one, social-media operators discovered that the more emotionally charged the content, the better it spread across its users’ networks. Polarizing,
offensive, or just plain fraudulent information was optimized for distribution. By the time the platforms realized and the public revolted, it was too late to turn off these feedback loops.

Obsession fueled the flames. Compulsion had always plagued computer-facilitated social networking—it was the original sin. Rounding up friends or business contacts into a pen in your
online profile for possible future use was never a healthy way to understand social relationships. It was just as common to obsess over having 500-plus connections on LinkedIn in 2003 as
it is to covet Instagram followers today. But when social networking evolved into social media, user expectations escalated. Driven by venture capitalists’ expectations and then Wall
Street’s demands, the tech companies—Google and Facebook and all the rest—became addicted to massive scale. And the values associated with scale—reaching a lot of people
easily and cheaply, and reaping the benefits—became appealing to everyone: a journalist earning reputational capital on Twitter; a 20-something seeking sponsorship on Instagram; a
dissident spreading word of their cause on YouTube; an insurrectionist sowing rebellion on Facebook; an autopornographer selling sex, or its image, on OnlyFans; a self-styled guru
hawking advice on LinkedIn. Social media showed that everyone has the potential to reach a massive audience at low cost and high gain—and that potential gave many people the
impression that they deserve such an audience.

The flip side of that coin also shines. On social media, everyone believes that anyone to whom they have access owes them an audience: a writer who posted a take, a celebrity who
announced a project, a pretty girl just trying to live her life, that anon who said something afflictive. When network connections become activated for any reason or no reason, then every
connection seems worthy of traversing.

That was a terrible idea. As I’ve written before on this subject, people just aren’t meant to talk to one another this much. They shouldn’t have that much to say, they shouldn’t expect to
receive such a large audience for that expression, and they shouldn’t suppose a right to comment or rejoinder for every thought or notion either. From being asked to review every product
you buy to believing that every tweet or Instagram image warrants likes or comments or follows, social media produced a positively unhinged, sociopathic rendition of human sociality.
That’s no surprise, I guess, given that the model was forged in the fires of Big Tech companies such as Facebook, where sociopathy is a design philosophy.

If Twitter does fail, either because its revenue collapses or because the massive debt that Musk’s deal imposes crushes it, the result could help accelerate social media’s decline more
generally. It would also be tragic for those who have come to rely on these platforms, for news or community or conversation or mere compulsion. Such is the hypocrisy of this moment.
The rush of likes and shares felt so good because the age of zero comments felt so lonely—and upscaling killed the alternatives a long time ago, besides.

If change is possible, carrying it out will be difficult, because we have adapted our lives to conform to social media’s pleasures and torments. It’s seemingly as hard to give up on social
media as it was to give up smoking en masse, like Americans did in the 20th century. Quitting that habit took decades of regulatory intervention, public-relations campaigning, social
shaming, and aesthetic shifts. At a cultural level, we didn’t stop smoking just because the habit was unpleasant or uncool or even because it might kill us. We did so slowly and over time,
by forcing social life to suffocate the practice. That process must now begin in earnest for social media.

Something may yet survive the fire that would burn it down: social networks, the services’ overlooked, molten core. It was never a terrible idea, at least, to use computers to connect to one
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another on occasion, for justified reasons, and in moderation (although the risk of instrumentalizing one another was present from the outset). The problem came from doing so all the
time, as a lifestyle, an aspiration, an obsession. The offer was always too good to be true, but it’s taken us two decades to realize the Faustian nature of the bargain.

Now, Silicon Valley and the sheep of the Sand Hill Road VC's..... Die! Lose it all. You deserve this!
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